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GREENVAL DATENSCHUTZERKLÄRUNG 



Greenval Insurance DAC ("Greenval") und die BNP Paribas Group, zu der Greenval gehört, legen großen Wert auf den Schutz Ihrer persönlichen Daten. Die BNP Paribas Group hat daher in dieser Hinsicht gemeinsame Prinzipien für die gesamte Gruppe übernommen.
1. UNTERLIEGEN SIE DIESER MITTEILUNG?

Diese Datenschutzerklärung informiert Sie ausführlich über den Schutz Ihrer persönlichen Daten durch Greenval ("wir").  Diese Datenschutzerklärung gilt für Sie, wenn Sie sind:
· einer unserer Kunden oder in einer vertraglichen Beziehung mit uns;
· Ein Mitglied der Kundenfamilie. Tatsächlich teilen unsere Kunden uns gelegentlich Informationen über ihre Familie, wenn es notwendig ist, ihnen ein Produkt oder eine Dienstleistung anzubieten oder sie besser kennenzulernen;
· Eine Person, die an unseren Produkten oder Dienstleistungen interessiert ist, wenn Sie uns Ihre persönlichen Daten (in einer Agentur, auf unseren Websites und Anwendungen, während Veranstaltungen oder Sponsoring-Aktivitäten) zur Verfügung stellen, damit wir Sie kontaktieren können.
· Ein Mitarbeiter unserer Firmenkunden.

Als Datenverantwortlicher sind wir für die Erfassung und Verarbeitung Ihrer persönlichen Daten im Rahmen unseres Geschäfts verantwortlich. Zweck dieser Datenschutzerklärung ist es, Ihnen zu erklären, welche personenbezogenen Daten wir über Sie verwenden – als individuellen Kunden, Vertreter unserer Unternehmenskunden oder als Antragsteller unter unseren Versicherungspolicen, warum wir diese Daten verwenden und teilen, wie lange wir sie aufbewahren und wie Sie Ihre Rechte ausüben können. 

Weitere Informationen können, falls erforderlich, übermittelt werden, wenn Sie ein bestimmtes Produkt oder eine Dienstleistung anfordern, zum Beispiel in der Datenschutzklausel Ihres Versicherungsvertrags.
2. WELCHE PERSÖNLICHEN DATEN VERWENDEN WIR ÜBER SIE?

Wir sammeln und nutzen Ihre persönlichen Daten in dem Maße, das im Rahmen unseres Geschäfts erforderlich ist, um hochwertige, personalisierte Versicherungsprodukte und -dienstleistungen anzubieten.

Wir können verschiedene Arten von persönlichen Daten über Sie sammeln, darunter:
Identifikationsinformationen (z. B. Name, Personalausweis, Reisepass, Führerschein, Staatsangehörigkeit, Geburtsort und -datum, Geschlecht, Foto, IP-Adresse);
Kontaktinformationen (z. B. Post- und E-Mail-Adresse, Telefonnummer);
Familiensituation (z. B. Familienstand, Anzahl der Kinder);
Steuerstatus (z. B. Steuer-ID, Steuerstatus); 
berufliche Informationen (z. B. Beschäftigung, Name des Arbeitgebers, Arbeitsplatz);
Bank-, Finanz- und Transaktionsdaten (z. B. Kreditkartennummer, Bankkontodaten, Zahlungsdaten);
Daten zum Versicherungsvertrag (z. B. Kundenidentifikationsnummer, Vertragsnummer, Zahlungsmethoden, Laufzeit, Beträge und Rabatte);
Daten zur Risikobewertung (z. B. Nutzung eines versicherten Fahrzeugs für den persönlichen Gebrauch, Ort der Lagerung des Fahrzeugs);
Daten zu Ansprüchen (z. B. Schadenshistorie einschließlich bezahlter Entschädigung und Sachverständigenberichte, Informationen über Opfer);
Daten über Sie sowie Ihre Gewohnheiten, Vorlieben und die Nutzung des versicherten Fahrzeugs: 
· Daten zur Nutzung des versicherten Fahrzeugs (z. B. Anzahl der gefahrenen Kilometer);
· Daten aus Ihren Kontakten mit uns: Unsere Tochtergesellschaften (Kontaktberichte), Websites, Social-Media-Seiten, Meetings, Anrufe, Online-Diskussionen, Interviews, Telefongespräche, Korrespondenz, Anfragen nach Informationen oder Dokumenten; und
Videoüberwachungsdaten (einschließlich geschlossener Kameras) und Geolokalisierungsdaten (z. B. zur Identifikation der Standorte von Anbietern für Sie oder zur Ermöglichung bestimmter Dienstleistungen).
Daten, die notwendig sind, um Versicherungsbetrug, Geldwäsche und Terrorismusfinanzierung zu bekämpfen, sowie alle anderen Daten, die wir gesetzlich sammeln müssen.

Wir können biometrische Daten (z. B. Fingerabdrücke, Stimmabdrücke oder Gesichtsbilder, die zur Identifikation und Sicherheit verwendet werden können) erheben, die eine spezielle Kategorie von Daten (sogenannte "sensible" Daten) darstellen, die es uns ermöglicht, ein höheres Schutzniveau zu erreichen, vorbehaltlich Ihrer ausdrücklichen vorherigen Zustimmung und gemäß den geltenden Regeln.
 
Die Daten, die wir über Sie verwenden, können direkt von Ihnen bereitgestellt oder aus folgenden Quellen stammen, um unsere Datenbanken zu überprüfen oder weiterzuentwickeln:
Publikationen/Datenbanken, die von offiziellen Behörden (z. B. dem Offiziellen Journal) bereitgestellt werden;
unsere Unternehmenskunden und/oder deren Tochtergesellschaften und Tochtergesellschaften (z. B. Ihr Arbeitgeber) oder Auftragnehmer; 
Drittanbieter wie Betrugspräventionsagenturen oder Datenanbieter in Übereinstimmung mit Datenschutzgesetzen;
Websites/Social-Media-Seiten mit von Ihnen geposteten Informationen (z. B. Ihre eigene Website oder soziale Medien); und
Datenbanken, die von Dritten der Öffentlichkeit zugänglich gemacht werden. 

3. SONDERFÄLLE DER SAMMLUNG PERSONENBEZOGENER DATEN, EINSCHLIESSLICH INDIREKTER ERHEBUNG

Wie oben erwähnt, können wir unter bestimmten Umständen personenbezogene Daten von Personen sammeln und verwenden, mit denen wir eine direkte Beziehung haben oder hatten, wie zum Beispiel potenzielle Kunden.

Aus bestimmten Gründen können wir auch Informationen über Sie sammeln, obwohl Sie keine direkte Beziehung zu uns haben. 

Dies ist zum Beispiel der Fall, wenn Ihr Arbeitgeber uns Informationen über Sie bereitstellt oder wenn Ihre Kontaktdaten von einem unserer Kunden bereitgestellt werden, wenn Sie zum Beispiel: 

· Familienmitglieder;
· Rechtsvertreter (durch eine Vollmacht);
· Begünstigte einer Versicherungspolice;
· Endgültige wirtschaftliche Eigentümer;
· Schuldner von Kunden (z. B. im Falle einer Insolvenz); 
· Aktionäre eines Unternehmens;
· Vertreter einer juristischen Person (die ein Kunde oder ein Zulieferer sein kann);
· Mitarbeiter eines Dienstleisters und Geschäftspartner.

4. WARUM UND AUF WELCHER GRUNDLAGE VERWENDEN WIR IHRE PERSÖNLICHEN DATEN?

a. Um unseren gesetzlichen und regulatorischen Verpflichtungen nachzukommen 

In diesem Abschnitt erklären wir, warum wir Ihre personenbezogenen Daten verarbeiten, und die rechtliche Grundlage dafür.  Zweck dieses Abschnitts ist es, zu erklären, warum wir Ihre personenbezogenen Daten verarbeiten und auf welche rechtliche Grundlage wir uns stützen, um dies zu rechtfertigen.  
Wir verwenden Ihre persönlichen Daten, um verschiedene rechtliche und regulatorische Verpflichtungen zu erfüllen, darunter:
· die Verhinderung von Geldwäsche und Terrorismusfinanzierung;
· die Verhinderung von Versicherungsbetrug;
· Einhaltung von Sanktionen und Embargogesetzen; 
· der Kampf gegen Steuerbetrug und die Erfüllung von Steuerprüfungs- und Berichtspflichten; 
· Einhaltung von Bank- und Finanzvorschriften, unter denen wir:
· Sicherheitsmaßnahmen zur Verhinderung von Missbrauch und Betrug umsetzen;
· Transaktionen erkennen, die von normalen Mustern abweichen; und 
· Überwachen und melden Sie etwaige Risiken, die uns eingehen könnten.
· auf eine offizielle Anfrage einer ordnungsgemäß autorisierten öffentlichen oder gerichtlichen Behörde der Europäischen Union zu reagieren (z. B. zur Identifizierung des Fahrers und zur Weitergabe der Daten an die zuständigen öffentlichen Behörden).


b. Einen Vertrag auszuführen oder auf Ihre Bitte hin Schritte zu unternehmen, bevor ein Vertrag mit Ihnen abgeschlossen wird

Wir verwenden Ihre persönlichen Daten, um unsere Verträge abzuschließen und auszuführen, einschließlich:

· Definieren Sie Ihr Versicherungsrisikoprofil und die entsprechenden Prämien;
· Bestimmen, ob und unter welchen Bedingungen wir Ihnen ein Produkt oder eine Dienstleistung anbieten können; 
· Ihnen Informationen zu unseren Versicherungsprodukten und -dienstleistungen zu liefern;
· Schadensregulierung (vom ersten Schadensbericht bis zur Abwicklung);
· die Beilegung von Streitigkeiten zu verwalten und Sie zu unterstützen und auf Ihre Anfragen und Ansprüche (einschließlich Ansprüchen) zu reagieren;
· ermöglichen es Ihnen, bestimmte Dienste direkt auf Ihrem Smartphone über unsere mobilen Anwendungen zu nutzen; und
· Abrechnung und Inkasso.

c. Um unseren legitimen Interessen zu dienen

Wir nutzen Ihre persönlichen Daten, um unsere Produkte und Dienstleistungen bereitzustellen und zu entwickeln, die vertragliche Beziehung zu unseren Unternehmenskunden, bei denen Sie angestellt sind, zu verwalten, unser Risikomanagement zu verbessern und unsere gesetzlichen Rechte zu verteidigen, einschließlich, um:
· den Nachweis der Transaktionen zu erhalten;
· Betrug verhindern; 
· Vermeidungskampagnen umsetzen, z. B. durch das Erstellen von Verkehrs- oder Straßenwarnungen;
· auf offizielle Anfragen öffentlicher Behörden in Drittländern (außerhalb des EWR gelegen) zu reagieren;
· Verwaltung von IT-Systemen, einschließlich Infrastrukturverwaltung (z. B. Vermittlungsplattformen), sowie Sicherstellung der Geschäftskontinuität und IT-Sicherheit;
· Individuelle statistische Modelle auf Basis von Transaktionsanalysen zu etablieren, z. B. zur Festlegung Ihres Fahrerprofils und/oder Ihrer Versicherungsrisikobewertung; 
· aggregierte Statistiken, Tests und Modelle für Forschung und Entwicklung zu etablieren, um das Risikomanagement in der gesamten BNP Paribas Group zu verbessern, bestehende Produkte und Dienstleistungen zu verbessern oder neue zu schaffen; 
· Schulung unseres Personals durch Aufzeichnung von Telefongesprächen mit unseren Callcentern; 
· Personalisieren Sie das Angebot, das wir Ihnen anbieten, sowie das Angebot anderer BNP Paribas Group-Unternehmen:
· die Qualität unserer Versicherungsprodukte und -dienstleistungen zu verbessern; und
· Indem Sie Produkte oder Dienstleistungen bewerben, die zu Ihrer Situation und Ihrem Profil passen. 

Diese Angebote können Ihnen dank folgender Angebote angeboten werden: 

· Segmentierung unserer Interessenten und Kunden;
· Analyse Ihrer Gewohnheiten und Präferenzen in den verschiedenen Kanälen (Besuche bei unseren Vertretern, E-Mails oder Nachrichten, Besuche auf unserer Website usw.); und
· Wir kombinieren Daten aus Ihren Versicherungsprodukten und -dienstleistungen, die Sie bereits abonniert haben oder für die Sie einen Kostenvoranschlag erhalten haben, mit weiteren Daten, die wir über Sie besitzen.
Gilt nur für Mitarbeiter unserer Unternehmenskunden:

· zu bestimmen, ob und unter welchen Bedingungen wir ein Produkt oder eine Dienstleistung anbieten können; 
· Informationen über unsere Produkte und Dienstleistungen bereitzustellen;
· die Beilegung von Streitigkeiten zu verwalten sowie Unterstützung zu leisten sowie auf Anfragen und Beschwerden (einschließlich Ansprüchen) zu reagieren;
· eine digitale Plattform bereitzustellen, die es Ihnen ermöglicht, (i) bestimmte Dienste direkt auf Ihr Smartphone zu nutzen und (ii) eine Gruppe von Fahrdienstfahrzeugen zu nutzen, um die Fahrzeugnutzung zu erhöhen; und
· Abrechnung und Inkasso.

In allen Fällen können Ihre Daten in Form anonymisierter Statistiken aggregiert werden, die professionellen Kunden und Einrichtungen der BNP Paribas Group angeboten werden, um ihnen die Entwicklung ihrer Aktivitäten zu ermöglichen.

d. Um Ihre Wahl zu respektieren, können wir für einen bestimmten Verarbeitungszweck um Ihre Zustimmung bitten

In manchen Fällen müssen wir Ihre Zustimmung zur Verarbeitung Ihrer Daten einholen, zum Beispiel: 

· Es sei denn, wir stützen uns auf andere rechtliche Gründe, bei denen die oben genannten Zwecke automatisierte Entscheidungsfindung ermöglichen, die rechtliche Auswirkungen hat oder Sie erheblich beeinflusst. In diesem Fall informieren wir Sie separat über den zugrunde liegenden Grund sowie über das Ausmaß und die erwarteten Folgen dieser Verarbeitung; und/oder
· Sollten wir weitere Bearbeitungen für andere Zwecke als die oben genannten in Abschnitt 3 durchführen müssen, werden wir Sie benachrichtigen und, wo angemessen, um Ihre Zustimmung bitten. 

5. MIT WEM TEILEN WIR IHRE PERSÖNLICHEN DATEN?

Um die oben genannten Zwecke zu erreichen, geben wir Ihre persönlichen Daten ausschließlich an die folgenden Personen weiter:
· Unser Personal, das für die Verwaltung Ihrer Versicherungsprodukte und -dienstleistungen verantwortlich ist;
· Mitversicherte, Rückversicherte, Kfz-Versicherungsbüros und Bürgschaftsfonds;
· An dem Versicherungsvertrag interessierte Parteien wie zum Beispiel: 
· die Versicherungsnehmer, Unterzeichner und Versicherten sowie deren Vertreter;
· die Abtretner des Vertrags oder die Begünstigten der Subrogation;
· Diejenigen, die für Vorfälle verantwortlich sind, Opfer, deren Vertreter und Zeugen.
· BNP Paribas Group-Einheiten (z. B. können Sie das gesamte Produkt- und Dienstleistungsangebot unserer Gruppe nutzen);
· Lieferanten, die Dienstleistungen in unserem Namen anbieten;
· Unabhängige Agenten, Vermittler oder Makler;
· Bank- und Handelspartner;
· Finanz- oder Justizbehörden, öffentliche Stellen oder Einrichtungen, auf Anfrage und soweit gesetzlich zulässig; und
· Bestimmte regulierte Fachkräfte wie Gesundheitsfachkräfte, Anwälte oder Wirtschaftsprüfer.

6. ÜBERTRAGUNGEN PERSONENBEZOGENER DATEN AUSSERHALB DER EWR

Im Falle internationaler Übertragungen aus dem Europäischen Wirtschaftsraum (EWR) können Ihre personenbezogenen Daten auf dieser Grundlage übertragen werden, wenn die Europäische Kommission ein Nicht-EWR-Land als Land mit einem angemessenen Datenschutz anerkannt hat. In diesem Fall sind keine besonderen Formalitäten erforderlich.

Für Überweisungen in Nicht-EWR-Länder, deren Schutzniveau von der Europäischen Kommission nicht anerkannt wurde, stützen wir uns auf eine Ausnahme, die im Einzelfall gilt (z. B. wenn die Übermittlung für die Erfüllung Ihres Vertrags mit uns notwendig ist, wie im Fall einer internationalen Zahlung), oder wir setzen eine der folgenden Schutzmaßnahmen um, um den Schutz Ihrer personenbezogenen Daten zu gewährleisten:
· Standardvertragsklauseln genehmigt von der Europäischen Kommission; oder
· Verbindliche Unternehmensregeln, falls zutreffend (für Übertragungen innerhalb der Gruppe).

Um eine Kopie dieser Klauseln oder Regeln zu erhalten oder herauszufinden, wo Sie sie konsultieren können, können Sie eine schriftliche Anfrage gemäß Abschnitt 9 senden.

7. WIE LANGE BEWAHREN WIR IHRE PERSÖNLICHEN DATEN AUF? 

Wir bewahren Ihre personenbezogenen Daten so lange auf, wie dies erforderlich ist, um die geltenden Gesetze und Vorschriften einzuhalten, oder für jeden anderen durch unsere operativen Anforderungen festgelegten Zeitraum, wie z. B. ordnungsgemäße Buchhaltung, effektives Kundenbeziehungsmanagement, Bearbeitung von Forderungen (bis sie beigelegt sind) und die Reaktion auf rechtliche Schritte oder Anfragen der Regulierungsbehörde. Zur Klarstellung: Die Aufbewahrungsdauer ist die Dauer Ihres (Unternehmens-)Versicherungsvertrags oder die Zeitspanne, die für die Beilegung von Schadensfällen erforderlich ist, zuzüglich der Zeitraum, bis rechtliche Ansprüche aus dem Vertrag verjährt werden, es sei denn, abweichende rechtliche oder regulatorische Bestimmungen verlangen eine längere oder kürzere Aufbewahrungsfrist. Bezüglich potenzieller Kunden werden persönliche Daten so lange aufbewahrt, wie sie Interesse an unseren Dienstleistungen und Produkten zeigen; Sobald sie uns mitteilen, dass sie kein Interesse mehr haben, werden wir alles tun, um ihre persönlichen Daten innerhalb einer angemessenen Frist und spätestens 12 Monate nach ihrer Nachricht in dieser Hinsicht zu löschen. Cookies und andere auf ihrem Gerät gespeicherte Login- und Tracking-Daten werden für einen Zeitraum von 13 Monaten ab dem Datum der Sammlung aufbewahrt.

8. WELCHE RECHTE HABEN SIE UND WIE KÖNNEN SIE DIESE AUSÜBEN?

Gemäß den geltenden Vorschriften haben Sie folgende Rechte: 
· Zugangsrecht: Sie können Informationen über die Verarbeitung Ihrer personenbezogenen Daten sowie eine Kopie dieser personenbezogenen Daten erhalten.
· Recht auf Berichtigung: Wenn Sie der Meinung sind, dass Ihre personenbezogenen Daten ungenau oder unvollständig sind, können Sie eine entsprechende Änderung dieser personenbezogenen Daten beantragen.
· Recht auf Löschung: Sie können die Löschung Ihrer personenbezogenen Daten beantragen, soweit es gesetzlich erlaubt ist.
· Recht auf Einschränkung der Verarbeitung: Sie können die Beschränkung der Verarbeitung Ihrer personenbezogenen Daten beantragen.
· Recht auf Einspruch: Sie können der Verarbeitung Ihrer personenbezogenen Daten aus Gründen, die Ihre jeweilige Situation betreffen, widersprechen. Sie haben das uneingeschränkte Recht, gegen die Verarbeitung Ihrer persönlichen Daten für kommerzielle Akquise zu erheben, was auch Profiling im Zusammenhang mit solchen Akquisitionen einschließt.
· Recht auf Widerruf Ihrer Einwilligung: Wenn Sie Ihre Zustimmung zur Verarbeitung Ihrer personenbezogenen Daten gegeben haben, haben Sie das Recht, Ihre Zustimmung jederzeit zurückzuziehen.
· Recht auf Datenportabilität: In rechtlichen Fällen haben Sie das Recht, die von Ihnen bereitgestellten personenbezogenen Daten zurückzugeben oder, wenn die Technologie es zulässt, an Dritte zu übertragen.

Wenn Sie die oben genannten Rechte ausüben möchten, senden Sie bitte einen Brief an folgende Adresse: "Attn: Unser Datenschutzbeauftragter", Greenval Insurance DAC, 2. Stock, The Anchorage, 17 – 19 Sir John Rogerson's Quay, Dublin 2, Irland (D02 DT18), oder senden Sie eine E-Mail an privacy@greenval-insurance.ie. Bitte legen Sie eine gescannte Kopie Ihrer ID-Karte zur Identifikation bei.

Gemäß den geltenden Vorschriften können Sie neben Ihren oben genannten Rechten auch eine Beschwerde bei der zuständigen Aufsichtsbehörde einreichen.
9. WIE KÖNNEN SIE ÜBER ÄNDERUNGEN DIESER DATENSCHUTZRICHTLINIE INFORMIERT BLEIBEN? 

In einer Welt mit sich ständig weiterentwickelnden Technologien müssen wir diese Datenschutzerklärung möglicherweise regelmäßig aktualisieren. 

Wir informieren Sie über wesentliche Änderungen an dieser Datenschutzerklärung und laden Sie ein, die neueste Version davon zu lesen, die online verfügbar ist unter: www.greenval-insurance.com
10. WIE KONTAKTIERT MAN UNS?

Wenn Sie Fragen zu unserer Verwendung Ihrer personenbezogenen Daten gemäß dieser Datenschutzerklärung haben, senden Sie bitte einen Brief oder eine E-Mail an Greenval Insurance DAC, 2. Stock, The Anchorage, 17 – 19 Sir John Rogerson's Quay, Dublin 2, Irland (D02 DT18), per E-Mail privacy@greenval-insurance.ie  

………………………………………………………………………………………………………………………………….
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