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GREENVAL VERKLARING VOOR GEGEVENSBESCHERMING 



Greenval Insurance DAC ("Greenval") en de BNP Paribas Group, waarvan Greenval deel uitmaakt, hechten veel waarde aan de bescherming van uw persoonlijke gegevens. De BNP Paribas Groep heeft daarom gemeenschappelijke principes aangenomen op dit gebied voor de gehele groep.
1. VALT U ONDER DEZE KENNISGEVING?

Deze Privacybeleidsverklaring informeert u in detail over de bescherming van uw persoonsgegevens door Greenval ("wij").  Deze privacybeleidsverklaring geldt voor u als:
· Een van onze klanten of in een contractuele relatie met ons;
· Een lid van de familie van de klant. Onze klanten delen ons soms informatie over hun familie wanneer het nodig is om hen een product of dienst te bieden of hen beter te leren kennen;
· Iemand die geïnteresseerd is in onze producten of diensten wanneer u ons uw persoonlijke gegevens verstrekt (in een agentschap, op onze websites en applicaties, tijdens evenementen of sponsoractiviteiten) zodat wij contact met u kunnen opnemen.
· Een medewerker van onze zakelijke klanten.

Als gegevensbeheerder zijn wij verantwoordelijk voor het verzamelen en verwerken van uw persoonlijke gegevens in het kader van onze bedrijfsactiviteit. Het doel van deze Privacybeleidsverklaring is om u uit te leggen welke persoonlijke gegevens wij over u gebruiken, als individuele klant, vertegenwoordiger van onze zakelijke klanten of als aanvrager van onze verzekeringspolissen, waarom wij deze gegevens gebruiken en delen, hoe lang we deze bewaren en hoe u uw rechten kunt uitoefenen. 

Andere informatie kan, indien nodig, worden overgedragen als u een bepaald product of dienst aanvraagt, bijvoorbeeld in de gegevensbeschermingsclausule van uw verzekeringscontract.
2. WELKE PERSOONSGEGEVENS GEBRUIKEN WE OVER U?

Wij verzamelen en gebruiken uw persoonlijke gegevens voor zover nodig is in het kader van onze bedrijfsactiviteit om hoogwaardige, gepersonaliseerde verzekeringsproducten en -diensten te leveren.

We kunnen verschillende soorten persoonsgegevens over u verzamelen, waaronder:
identificatiegegevens (bijv. naam, identiteitskaart, paspoort, rijbewijs, nationaliteit, geboorteplaats en -datum, geslacht, foto, IP-adres);
contactgegevens (bijv. post- en e-mailadres, telefoonnummer);
gezinssituatie (bijv. burgerlijke staat, aantal kinderen);
belastingstatus (bijv. belasting-ID, belastingstatus); 
professionele informatie (bijv. dienstverband, naam van werkgever, werkplek);
bank-, financiële en transactiegegevens (bijv. creditcardnummer, bankgegevens, betalingsgegevens);
gegevens met betrekking tot het verzekeringscontract (bijv. klantidentificatienummer, contractnummer, betaalmethoden, looptijd, bedragen en kortingen);
gegevens met betrekking tot de risicobeoordeling (bijv. gebruik van een verzekerd voertuig voor persoonlijke doeleinden, opslagplaats van het voertuig);
gegevens met betrekking tot schaden (bijv. schadestatistiek inclusief betaalde schadevergoeding en deskundigenrapporten, informatie over slachtoffers);
Gegevens over u, evenals uw gewoonten en voorkeuren en het gebruik van het verzekerde voertuig: 
· gegevens met betrekking tot uw gebruik van het verzekerde voertuig (bijv. aantal gereden kilometers);
· gegevens uit uw interacties met ons: onze dochterondernemingen (contactrapporten), websites, sociale mediapagina's, vergaderingen, telefoongesprekken, online discussies, interviews, telefoongesprekken, correspondentie, verzoeken om informatie of documenten; en
Videobewakingsgegevens (inclusief gesloten-circuit camera's) en geolocatiegegevens (bijvoorbeeld om de locaties van aanbieders voor u te identificeren of om het leveren van specifieke diensten mogelijk te maken).
Gegevens die nodig zijn om verzekeringsfraude, witwassen en financiering van terrorisme te bestrijden, en alle andere gegevens die we wettelijk verplicht zijn te verzamelen.

We kunnen biometrische gegevens verzamelen (bijvoorbeeld vingerafdrukken, stemopnames of gezichtsafbeeldingen die gebruikt kunnen worden voor identificatie en beveiligingsdoeleinden); deze vormen een speciale categorie gegevens (zogenaamde "gevoelige" gegevens) die ons in staat stelt een hoger beschermingsniveau te verkrijgen, onder voorbehoud van uw expliciete voorafgaande toestemming en in overeenstemming met de toepasselijke regels.
 
De gegevens die wij over u gebruiken, kunnen rechtstreeks door u worden verstrekt of afkomstig zijn van de volgende bronnen om onze databases te verifiëren of te ontwikkelen:
publicaties/databases beschikbaar gesteld door officiële instanties (bijv. het Staatsblad);
onze zakelijke klanten en/of hun dochterondernemingen en gelieerde ondernemingen (bijv. uw werkgever) of aannemers; 
derden zoals fraudepreventie-instanties of gegevensleveranciers die voldoen aan de wetgeving inzake gegevensbescherming;
websites/sociale mediapagina's met informatie die u publiceert (bijvoorbeeld uw eigen website of sociale media); en
databases die door derden aan het publiek beschikbaar zijn gesteld. 

3. SPECIALE GEVALLEN VAN VERZAMELING VAN PERSOONSGEGEVENS, INCLUSIEF INDIRECTE VERZAMELING

Zoals hierboven vermeld, mogen we in bepaalde omstandigheden de persoonsgegevens verzamelen en gebruiken van personen met wie we een directe relatie hebben, kunnen hebben of hadden, zoals potentiële klanten.

Om bepaalde redenen kunnen we ook informatie over u verzamelen, hoewel u geen directe relatie met ons heeft. 

Dit is bijvoorbeeld het geval wanneer uw werkgever ons informatie over u verstrekt of wanneer uw contactgegevens worden verstrekt door een van onze klanten als u bijvoorbeeld een van de volgende bent: 

· Familieleden;
· Wettelijke vertegenwoordigers (krachtens een volmacht);
· Begunstigden van een verzekeringspolis;
Uiteindelijke begunstigde eigenaren;
Schuldenaren van klanten (bijvoorbeeld in geval van faillissement); 
· Aandeelhouders van een bedrijf;
· Vertegenwoordigers van een rechtspersoon (die een klant of een leverancier kan zijn);
· Medewerkers van een dienstverlener en zakenpartners.

4. WAAROM EN OP WELKE BASIS GEBRUIKEN WE UW PERSOONLIJKE GEGEVENS?

a. Om te voldoen aan onze wettelijke en regelgevende verplichtingen 

In dit gedeelte leggen we uit waarom we uw persoonsgegevens verwerken en wat de juridische basis daarvoor is.  Het doel van deze sectie is om uit te leggen waarom wij uw persoonsgegevens verwerken en op welke juridische basis wij ons baseren om dit te rechtvaardigen.  
Wij gebruiken uw persoonlijke gegevens om te voldoen aan diverse wettelijke en regelgevende verplichtingen, waaronder:
· de preventie van witwassen en financiering van terrorisme;
· de preventie van verzekeringsfraude;
· naleving van sancties en embargowetgeving; 
· de strijd tegen belastingfraude en het nakomen van belastingcontrole- en rapportageverplichtingen; 
Naleving van bank- en financiële regelgeving, waarbij wij:
beveiligingsmaatregelen implementeren om misbruik en fraude te voorkomen;
· transacties detecteren die afwijken van normale patronen; en 
eventuele risico’s die we lopen, monitoreren en rapporteren.
· reageren op een officieel verzoek van een bevoegd openbaar of gerechtelijk geautoriseerd orgaan van de Europese Unie (bijvoorbeeld om de bestuurder te identificeren en de gegevens te communiceren aan de bevoegde openbare instanties).


Om een contract uit te voeren of stappen te ondernemen op uw verzoek voordat er een contract met u wordt aangegaan

Wij gebruiken uw persoonlijke gegevens om onze contracten aan te gaan en uit te voeren, onder meer om:

je verzekeringsrisicoprofiel en de bijbehorende premies te definiëren;
te bepalen of en onder welke voorwaarden wij u een product of dienst kunnen aanbieden; 
· u informatie te geven over onze verzekeringsproducten en -diensten;
schaden te beheren (van het eerste schaderapport tot de afwikkeling);
het oplossen van geschillen beheren, en u te assisteren en te reageren op uw verzoeken en vorderingen (inclusief schadevorderingen);
u in staat te stellen om bepaalde diensten direct op uw smartphone te gebruiken via onze mobiele applicaties; en
· facturering en incasso.

b. Om onze legitieme belangen te dienen

Wij gebruiken uw persoonlijke gegevens om onze producten en diensten te implementeren en te ontwikkelen, om de contractuele relatie met onze zakelijke klanten waarvan u werknemer bent te beheren, om ons risicobeheer te verbeteren en om onze wettelijke rechten te verdedigen, waaronder om:
bewijs van transacties te verkrijgen;
fraude te voorkomen; 
preventiecampagnes in te zetten, bijvoorbeeld door verkeers- of wegwaarschuwingen te creëren;
te reageren op officiële verzoeken van overheidsinstanties in derde landen (buiten de EER);
IT-systemen te beheren, inclusief infrastructuurbeheer (bijv. exchange-platforms), en het waarborgen van bedrijfscontinuïteit en IT-beveiliging;
individuele statistische modellen op te stellen, gebaseerd op transactieanalyse, bijvoorbeeld om uw bestuurdersprofiel en/of verzekeringsrisicoscore te definiëren; 
geaggregeerde statistieken, tests en modellen op te stellen voor onderzoek en ontwikkeling, om het risicobeheer binnen de BNP Paribas Group te verbeteren, bestaande producten en diensten te verbeteren of nieuwe te creëren; 
ons personeel te trainen door telefoongesprekken met onze callcenters op te nemen; 
het aanbod dat wij u en dat van andere BNP Paribas Group-entiteiten aanbieden te personaliseren:
voor het verbeteren van de kwaliteit van onze verzekeringsproducten en -diensten; en
door producten of diensten te promoten die aansluiten bij uw situatie en profiel. 

Deze aanbiedingen kunnen u aangeboden worden dankzij: 

het segmenteren van onze prospects en klanten;
analyse van uw gewoonten en voorkeuren in de verschillende kanalen (bezoeken aan onze vertegenwoordigers, e-mails of berichten, bezoeken aan onze website, enz.); en
door gegevens van uw verzekeringsproducten en -diensten waarop u zich al hebt geabonneerd of waarvoor u een offerte hebt ontvangen, te combineren met andere gegevens die we over u hebben.
Alleen van toepassing op werknemers van onze zakelijke klanten:

te bepalen of en onder welke voorwaarden wij een product of dienst kunnen aanbieden; 
informatie te verstrekken over onze producten en diensten;
de oplossing van geschillen te beheren, hulp te bieden en verzoeken en klachten te beantwoorden (inclusief schadevorderingen);
een digitaal platform te bieden waarmee u (i) eenvoudig toegang kunt krijgen tot bepaalde diensten direct op uw smartphones en (ii) gebruik kunt maken van een groep ride-sharing voertuigen om het gebruik van voertuigen te vergroten; en
· facturering en incasso.

In alle gevallen kunnen uw gegevens worden geaggregeerd in de vorm van geanonimiseerde statistieken die aan professionele klanten en entiteiten van de BNP Paribas Group worden aangeboden om hen in staat te stellen hun activiteiten te ontwikkelen.

c. Om uw keuze te respecteren, kunnen we uw toestemming vragen voor een bepaald verwerkingsdoel

In sommige gevallen moeten we uw toestemming vragen om uw gegevens te verwerken, bijvoorbeeld: 

· indien bovenstaande doeleinden leiden tot geautomatiseerde besluitvorming die juridische gevolgen heeft of u aanzienlijk beïnvloedt, tenzij we ons op andere juridische gronden kunnen beroepen,. In dit geval zullen we u afzonderlijk informeren over de onderliggende reden, evenals over de omvang en de verwachte gevolgen van deze verwerking; en/of
als we verdere verwerking moeten uitvoeren voor andere doeleinden dan hierboven beschreven in sectie 3; dan zullen we u hiervan op de hoogte stellen en, waar passend, uw toestemming vragen. 

5. MET WIE DELEN WE UW PERSOONLIJKE GEGEVENS?

Om bovenstaande doelen te bereiken, geven wij uw persoonlijke gegevens alleen aan de volgende personen:
Ons personeel dat verantwoordelijk is voor het beheren van uw verzekeringsproducten en -diensten;
· Medeverzekerden, herverzekerden, autoverzekeringsbureaus en garantiefondsen;
Partijen die een belang hebben in het verzekeringscontract zoals: 
de verzekeringnemers, ondertekenaars en verzekerden en hun vertegenwoordigers;
de cessionarissen van het contract of de begunstigden van de subrogatie;
· degenen die verantwoordelijk zijn voor incidenten, slachtoffers, hun vertegenwoordigers en getuigen.
· BNP Paribas Group-entiteiten (bijvoorbeeld u kunt profiteren van het volledige assortiment producten en diensten van onze groep);
· Leveranciers die namens ons diensten leveren;
· Onafhankelijke agenten, tussenpersonen of makelaars;
· Bank- en commerciële partners;
· Financiële of gerechtelijke autoriteiten, overheidsinstanties of -instanties, op verzoek en voor zover wettelijk toegestaan; en
Bepaalde gereguleerde professionals zoals gezondheidszorgprofessionals, advocaten of revisoren.

6. OVERDRACHTEN VAN PERSOONSGEGEVENS BUITEN DE EEA

In het geval van internationale overdracht uit de Europese Economische Ruimte (EER), als de Europese Commissie een land buiten de EER heeft erkend als een land met een voldoende niveau van gegevensbescherming, kunnen uw persoonsgegevens op deze basis worden overgedragen. In dit geval zijn geen specifieke formaliteiten nodig.

Voor overdrachten naar niet-EEA-landen waarvan het beschermingsniveau niet door de Europese Commissie is erkend, zullen wij ons baseren op een uitzondering die op het specifieke geval van toepassing is (bijvoorbeeld als de overdracht noodzakelijk is voor de uitvoering van uw contract met ons, zoals bij internationale betaling) of voeren we een van de volgende waarborgen in om de bescherming van uw persoonsgegevens te waarborgen:
· standaard contractuele clausules goedgekeurd door de Europese Commissie; of
bindende bedrijfsregels, indien van toepassing (voor intra-groepsoverdrachten).

Om een kopie van deze clausules of regels te verkrijgen of te achterhalen waar u ze kunt raadplegen, kunt u een schriftelijk verzoek sturen zoals uiteengezet in Sectie 9.

7. HOE LANG BEWAREN WE UW PERSOONLIJKE GEGEVENS? 

Wij bewaren uw persoonlijke gegevens zolang dat nodig is om te voldoen aan de geldende wetten en regelgeving of voor elke andere periode die door onze operationele vereisten wordt bepaald, zoals een behoorlijke boekhouding, effectief klantrelatiebeheer, het afhandelen van schaden (totdat deze zijn afgehandeld) en het reageren op juridische stappen of verzoeken van de regelgevende autoriteit. Ter verduidelijking: de retentieperiode is de duur van het verzekeringscontract van u of uw bedrijf of de duur die nodig is om schaden af te handelen, plus de periode totdat juridische vorderingen onder het contract verjaard zijn, tenzij wettelijke of regelgevende bepalingen een langere of kortere retentieperiode vereisen. Wat betreft potentiële klanten worden persoonlijke gegevens bewaard zolang zij interesse tonen in onze diensten en producten; zodra ze ons vertellen dat ze niet langer geïnteresseerd zijn, zullen we alles doen om hun persoonlijke gegevens binnen een redelijke termijn en uiterlijk 12 maanden na hun bericht hierover te verwijderen. Cookies en andere inlog- en trackinggegevens die op hun apparaat zijn opgeslagen, worden gedurende een periode van 13 maanden bewaard vanaf de datum waarop ze zijn verzameld.

8. WAT ZIJN UW RECHTEN EN HOE KUNT U DIE UITOEFENEN?

In overeenstemming met de toepasselijke regelgeving heeft u de volgende rechten: 
· Recht op toegang: u kunt informatie verkrijgen over de verwerking van uw persoonsgegevens en een kopie van deze persoonsgegevens.
· Recht op correctie: als u denkt dat uw persoonsgegevens onjuist of onvolledig zijn, kunt u verzoeken deze persoonsgegevens dienovereenkomstig te wijzigen.
· Recht op wissen: u kunt de verwijdering van uw persoonsgegevens verzoeken, voor zover wettelijk toegestaan.
· Recht op beperking van verwerking: u kunt verzoeken om de verwerking van uw persoonsgegevens te beperken.
· Recht op bezwaar: u kunt bezwaar maken tegen de verwerking van uw persoonsgegevens, om redenen die verband houden met uw specifieke situatie. U heeft het absolute recht om bezwaar te maken tegen de verwerking van uw persoonsgegevens voor commerciële prospectiedoeleinden, waaronder profilering gerelateerd aan dergelijke prospectie.
· Recht om uw toestemming in te trekken: als u toestemming hebt gegeven voor de verwerking van uw persoonsgegevens, heeft u het recht om uw toestemming op elk moment in te trekken.
· Recht op gegevensoverdracht: in gevallen die wettelijk van toepassing zijn, heeft u het recht om de door u verstrekte persoonsgegevens terug te krijgen of, indien de technologie het toelaat, deze over te dragen aan een derde partij.

Als u bovenstaande rechten wilt uitoefenen, stuur dan een brief naar het volgende adres: "Ter attentie van: Our Data Protection Officer", Greenval Insurance DAC, 2nd floor, The Anchorage, 17 – 19 Sir John Rogerson's Quay, Dublin 2, Ierland (D02 DT18), of stuur een e-mail naar privacy@greenval-insurance.ie. Voeg alstublieft een gescande kopie van uw identiteitskaart toe voor identificatiedoeleinden.

In overeenstemming met de toepasselijke regelgeving kunt u, naast uw bovengenoemde rechten, ook een klacht indienen bij de bevoegde toezichthoudende autoriteit.
9. HOE KUNT U OP DE HOOGTE BLIJVEN VAN WIJZIGINGEN IN DIT PRIVACYBELEID? 

In een wereld van voortdurend evoluerende technologieën moeten we deze Privacyverklaring mogelijk regelmatig bijwerken. 

We zullen u informeren over eventuele materiële wijzigingen in deze Privacyverklaring en u uitnodigen de nieuwste versie ervan te bekijken, die online beschikbaar is op: www.greenval-insurance.com
10. HOE NEEMT U CONTACT MET ONS OP?

Als u vragen heeft over ons gebruik van uw persoonsgegevens in overeenstemming met deze Gegevensbeschermingsverklaring, stuur dan een brief of e-mail naar Greenval Insurance DAC, 2e verdieping, The Anchorage, 17 – 19 Sir John Rogerson's Quay, Dublin 2, Ierland (D02 DT18), e-mail privacy@greenval-insurance.ie  

………………………………………………………………………………………………………………………………….
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