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DÉCLARATION GREENVAL DE PROTECTION DES 


Greenval Insurance DAC (« Greenval ») et le groupe BNP Paribas, dont Greenval fait partie, accordent une grande importance à la protection de vos données personnelles. Le Groupe BNP Paribas a donc adopté des principes communs à cet égard pour l'ensemble du Groupe.
1. ÊTES-VOUS SOUMIS À CET AVIS ?

Cette Avis de Politique de confidentialité vous informe en détail de la protection de vos données personnelles par Greenval (« nous »).  Cette Politique de confidentialité s'applique à vous si vous êtes :
· l'un de nos clients ou dans une relation contractuelle avec nous ;
· un membre de la famille du client. En effet, nos clients peuvent parfois partager avec nous des informations sur leur famille lorsqu'il est nécessaire de leur fournir un produit ou service ou de mieux les connaître ;
· une personne intéressée par nos produits ou services lorsque vous nous fournissez vos données personnelles (dans une agence, sur nos sites web et applications, lors d'événements ou d'opérations de sponsoring) afin que nous puissions vous contacter.
· un employé de nos clients corporatifs.

En tant que responsable des données de confiance, nous sommes responsables de la collecte et du traitement de vos données personnelles dans le cadre de notre activité. Le but de cette Politique de confidentialité est de vous expliquer quelles données personnelles nous utilisons à votre sujet, en tant que client individuel, représentant de nos clients professionnels ou en tant que demandeur sous nos polices d'assurance, pourquoi nous utilisons et partageons ces données, combien de temps nous les conservons et comment vous pouvez exercer vos droits. 

D'autres informations peuvent être transmises, si nécessaire, si vous demandez un produit ou un service particulier, par exemple dans la clause de protection des données de votre contrat d'assurance.
2. QUELLES DONNÉES PERSONNELLES UTILISONS-NOUS À VOTRE SUJET ?

Nous collectons et utilisons vos données personnelles dans la mesure nécessaire dans le cadre de notre activité afin de fournir des produits et services d'assurance personnalisés de haute qualité.

Nous pouvons collecter différents types de données personnelles à votre sujet, notamment :
informations d'identification (par exemple, nom, carte d'identité, passeport, permis de conduire, nationalité, lieu et date de naissance, sexe, photo, adresse IP) ;
informations de contact (par exemple adresse postale et email, numéro de téléphone) ;
situation familiale (par exemple, état marital, nombre d'enfants) ;
statut fiscal (par exemple identifiant fiscal, statut fiscal) ; 
informations professionnelles (par exemple, emploi, nom de l'employeur, lieu de travail) ;
données bancaires, financières et transactionnelles (par exemple, numéro de carte de crédit, détails bancaires, données de paiement) ;
données relatives au contrat d'assurance (par exemple numéro d'identification client, numéro de contrat, modes de paiement, durée, montants et réductions) ;
données relatives à l'évaluation des risques (par exemple, utilisation d'un véhicule assuré à des fins personnelles, lieu de stockage du véhicule) ;
des données relatives aux réclamations (par exemple, historique des sinistres, y compris les indemnisations versées et les rapports d'experts, informations sur les victimes) ;
Données sur vous, ainsi que vos habitudes et préférences et l'utilisation du véhicule assuré : 
· des données relatives à votre utilisation du véhicule assuré (par exemple, nombre de kilomètres parcourus) ;
· données issues de vos interactions avec nous : nos filiales (rapports de contact), nos sites web, pages sur les réseaux sociaux, réunions, appels, discussions en ligne, entretiens, conversations téléphoniques, correspondance, demandes d'informations ou documents ; et
des données de vidéosurveillance (y compris les caméras en circuit fermé)  et des données de géolocalisation (par exemple, pour identifier les emplacements des prestataires pour vous ou pour permettre la fourniture de services spécifiques).
Les données nécessaires pour lutter contre la fraude à l'assurance, le blanchiment d'argent et le financement du terrorisme, ainsi que toute autre donnée que nous sommes légalement tenus de collecter.

Nous pouvons collecter des données biométriques (par exemple empreintes digitales, empreintes vocales ou images faciales pouvant être utilisées à des fins d'identification et de sécurité), qui constituent une catégorie spéciale de données (les données dites « sensibles ») nous permettant d'obtenir un niveau de protection supérieur, sous réserve de votre consentement préalable explicite et conformément aux règles applicables.
 
Les données que nous utilisons à votre sujet peuvent être fournies directement par vous ou obtenues auprès des sources suivantes afin de vérifier ou de développer nos bases de données :
les publications/bases de données mises à disposition par les autorités officielles (par exemple le journal officiel) ;
nos clients corporatifs et/ou leurs filiales et affiliées (par exemple votre employeur) ou les sous-traitants ; 
des tiers tels que des agences de prévention de la fraude ou des fournisseurs de données en conformité avec la législation sur la protection des données ;
sites web/pages de réseaux sociaux contenant des informations publiées par vous (par exemple, votre propre site web ou réseaux sociaux) ; et
des bases de données mises à la disposition du public par des tiers. 

3. CAS PARTICULIERS DE COLLECTE DE DONNÉES PERSONNELLES, Y COMPRIS LA COLLECTE INDIRECTE

Comme mentionné ci-dessus, dans certaines circonstances, nous pouvons collecter et utiliser les données personnelles de personnes avec lesquelles nous avons, avons ou avons eu une relation directe, comme des clients potentiels.

Pour certaines raisons, nous pouvons également recueillir des informations à votre sujet même si vous n'avez pas de relation directe avec nous. 

C'est le cas, par exemple, lorsque votre employeur nous fournit des informations à votre sujet ou lorsque vos coordonnées sont fournies par l'un de nos clients, si vous êtes le cas, par exemple : 

· Membres de la famille ;
· Représentants légaux (en vertu d'une procuration) ;
· Bénéficiaires d'une police d'assurance ;
· Propriétaires bénéficiaires ultimes ;
· Débiteurs de clients (par exemple en cas de faillite) ; 
· Actionnaires d'une société ;
· Représentants d'une entité juridique (qui peut être un client ou un fournisseur) ;
· Membres du personnel d'un prestataire de services et partenaires commerciaux.

4. POURQUOI ET SUR QUELLE BASE UTILISONS-NOUS VOS DONNÉES PERSONNELLES ?

a. Pour respecter nos obligations légales et réglementaires 

Dans cette section, nous expliquons pourquoi nous traitons vos données personnelles et la base légale pour cela.  Le but de cette section est d'expliquer pourquoi nous traitons vos données personnelles et sur quelle base légale nous nous appuyons pour les justifier.  
Nous utilisons vos données personnelles pour nous conformer à diverses obligations légales et réglementaires, notamment :
· la prévention du blanchiment d'argent et du financement du terrorisme ;
· la prévention de la fraude à l'assurance ;
· le respect des sanctions et de la législation sur les embargos ; 
· la lutte contre la fraude fiscale et le respect des obligations d'audit et de déclaration fiscale ; 
Mise en conformité aux réglementations bancaires et financières en vertu desquelles nous :
Mettons en place des mesures de sécurité pour prévenir les abus et la fraude ;
Détectons les transactions qui diffèrent des schémas normaux ; et 
Surveillons et signalons tout risque que nous pourrions encourir.
· répondre à une demande officielle d'une autorité publique ou judiciaire dûment autorisée de l'Union européenne (par exemple, identifier le conducteur et communiquer les données aux autorités publiques compétentes).


b. Pour exécuter un contrat ou prendre des mesures à votre demande avant de conclure un contrat avec vous

Nous utilisons vos données personnelles afin de conclure et d'exécuter nos contrats, notamment pour :

· Définir votre profil de risque d'assurance et les primes correspondantes ;
· déterminer si et dans quelles conditions nous pouvons vous proposer un produit ou un service ; 
· vous fournir des informations concernant nos produits et services d'assurance ;
· gérer les sinistres (du premier rapport de perte jusqu'au règlement) ;
· gérer la résolution des litiges, vous aider et répondre à vos demandes et réclamations (y compris les réclamations) ;
vous permettre d'accéder facilement à certains services directement sur votre smartphone via nos applications mobiles ; et
La facturation et le recouvrement.

c. Pour servir nos intérêts légitimes

Nous utilisons vos données personnelles afin de déployer et développer nos produits et services, de gérer la relation contractuelle avec nos clients professionnels dont vous êtes employé, d'améliorer notre gestion des risques et de défendre nos droits légaux, notamment pour :
· obtenir une preuve des transactions ;
· prévenir la fraude ; 
· déployer des campagnes de prévention, par exemple en créant des alertes de circulation ou de route ;
· répondre aux demandes officielles des autorités publiques des pays tiers (situés hors de l'EEE) ;
· la gestion des systèmes informatiques, y compris la gestion de l'infrastructure (par exemple, plateformes d'échange), et la garantie de la continuité des activités et de la sécurité informatique ;
· établir des modèles statistiques individuels, basés sur l'analyse des transactions, par exemple pour définir votre profil de conducteur et/ou votre score de risque d'assurance ; 
· établir des statistiques, tests et modèles agrégés, pour la recherche et le développement, afin d'améliorer la gestion des risques dans l'ensemble du groupe BNP Paribas, d'améliorer les produits et services existants ou d'en créer de nouveaux ; 
· former notre personnel en enregistrant les appels téléphoniques vers nos centres d'appels ; 
Personnaliser l'offre que nous vous proposons ainsi que celle des autres entités du groupe BNP Paribas :
Amélioration de la qualité de nos produits et services d'assurance ; et
· En promouvant des produits ou services correspondant à votre situation et à votre profil. 

Ces offres peuvent vous être proposées grâce à : 

Segmentation de nos prospects et clients ;
analyse de vos habitudes et préférences dans les différents canaux (visites de nos représentants, emails ou SMS, visites de notre site web, etc.) ; et
En combinant les données de vos produits et services d'assurance auxquels vous avez déjà souscrit ou pour lesquels vous avez reçu une estimation, avec d'autres données que nous détenons à votre sujet.
Applicable uniquement aux employés de nos clients professionnels :

· déterminer si et dans quelles conditions nous pouvons proposer un produit ou un service ; 
· fournir des informations sur nos produits et services ;
· gérer la résolution des litiges, apporter de l'assistance et répondre aux demandes et plaintes (y compris les réclamations) ;
· fournir une plateforme numérique qui vous permet (i) d'accéder facilement à certains services directement depuis vos smartphones et (ii) d'utiliser un groupe de véhicules de covoiturage afin d'augmenter l'utilisation des véhicules ; et
La facturation et le recouvrement.

Dans tous les cas, vos données peuvent être agrégées sous forme de statistiques anonymisées qui peuvent être proposées aux clients professionnels et aux entités du groupe BNP Paribas afin de leur permettre de développer leurs activités.

d. Pour respecter votre choix, nous pouvons vous demander votre consentement pour une fin de traitement particulière

Dans certains cas, nous pourrions avoir besoin de vous demander votre consentement pour traiter vos données, par exemple : 

· Sauf si nous nous appuyons sur d'autres motifs juridiques, où les objectifs ci-dessus donnent lieu à une prise de décision automatisée qui produit des effets juridiques ou vous affecte significativement. Dans ce cas, nous vous informerons séparément de la raison sous-jacente, ainsi que de l'étendue et des conséquences attendues de ce traitement ; et/ou
· Si nous devons effectuer un traitement supplémentaire à des fins autres que celles énoncées ci-dessus dans cette section 3, nous vous en informerons et, le cas échéant, demanderons votre consentement. 

5. AVEC QUI PARTAGEONS-NOUS VOS DONNÉES PERSONNELLES ?

Afin de réaliser ces objectifs, nous divulguons vos données personnelles uniquement aux personnes suivantes :
· Notre personnel responsable de la gestion de vos produits et services d'assurance ;
· Co-assurés, réassurés, agences d'assurance automobile et fonds de garantie ;
· Les parties intéressées par le contrat d'assurance telles que : 
· les assurés, signataires, assurés et leurs représentants ;
· les cessionnaires du contrat ou les bénéficiaires de la subrogation ;
· les responsables des incidents, les victimes, leurs représentants et témoins.
· Entités du groupe BNP Paribas (par exemple, vous pouvez profiter de la gamme complète de produits et services de notre groupe) ;
· Des fournisseurs qui fournissent des services en notre nom ;
· Des agents indépendants, intermédiaires ou courtiers ;
· Partenaires bancaires et commerciaux ;
· Autorités financières ou judiciaires, organismes ou organismes publics, sur demande et dans la mesure permise par la loi ; et
· Certains professionnels réglementés tels que les professionnels de santé, les avocats ou les auditeurs.

6. TRANSFERTS DE DONNÉES PERSONNELLES HORS DE L'EEA

En cas de transferts internationaux depuis l'Espace économique européen (EEE), si la Commission européenne a reconnu un pays hors EEE comme un pays offrant un niveau adéquat de protection des données, vos données personnelles peuvent être transférées sur cette base. Dans ce cas, aucune formalité spécifique n'est nécessaire.

Pour les transferts vers des pays hors EEE dont le niveau de protection n'a pas été reconnu par la Commission européenne, nous nous appuierons sur une dérogation applicable au cas particulier (par exemple, si le transfert est nécessaire à l'exécution de votre contrat avec nous, comme dans le cas de paiement international) ou nous mettrons en place l'une des garanties suivantes pour garantir la protection de vos données personnelles :
· Clauses contractuelles standard approuvées par la Commission européenne ; ou
· Règles d'entreprise contraignantes, si applicable (pour les transferts intra-groupe).

Pour obtenir une copie de ces clauses ou règles ou pour savoir où les consulter, vous pouvez envoyer une demande écrite comme indiqué à la Section 9.

7. COMBIEN DE TEMPS CONSERVONS-NOUS VOS DONNÉES PERSONNELLES ? 

Nous conserverons vos données personnelles aussi longtemps que nécessaire pour respecter les lois et réglementations applicables ou pour toute autre période déterminée par nos exigences opérationnelles, telles que la tenue de livres correcte, la gestion efficace de la relation client, le traitement des réclamations (jusqu'à leur règlement) et la réponse aux actions légales ou demandes de l'autorité de régulation. Pour plus de clarté, la période de conservation correspond à la durée de votre contrat d'assurance (de la société) ou à la durée nécessaire pour régler toute réclamation, additionnée à la période avant que les réclamations juridiques en vertu du contrat ne soient prescrites, sauf disposition légale ou réglementaire dérogatoire qui exige une période de conservation plus longue ou plus courte. En ce qui concerne les clients potentiels, les données personnelles sont conservées tant qu'ils manifestent un intérêt pour nos services et produits ; Une fois qu'ils nous auront dit qu'ils ne sont plus intéressés, nous ferons tout notre possible pour supprimer leurs données personnelles dans un délai raisonnable et au plus tard 12 mois après leur message à ce sujet. Les cookies et autres données de connexion et de suivi stockés sur leur appareil sont conservés pendant une période de 13 mois à compter de leur date de collecte.

8. QUELS SONT VOS DROITS ET COMMENT POUVEZ-VOUS LES EXERCER ?

Conformément à la réglementation applicable, vous bénéficiez des droits suivants : 
· Droit d'accès : vous pouvez obtenir des informations concernant le traitement de vos données personnelles ainsi qu'une copie de ces données personnelles.
· Droit de rectification : si vous estimez que vos données personnelles sont inexactes ou incomplètes, vous pouvez demander que ces données soient modifiées en conséquence.
· Droit à l'effacement : Vous pouvez demander la suppression de vos données personnelles, dans la mesure permise par la loi.
· Droit à la restriction du traitement : Vous pouvez demander la restriction du traitement de vos données personnelles.
· Droit de protester : vous pouvez vous opposer au traitement de vos données personnelles, pour des raisons liées à votre situation particulière. Vous avez le droit absolu de vous opposer au traitement de vos données personnelles à des fins de prospection commerciale, ce qui inclut le profilage lié à cette prospection.
· Droit de retirer votre consentement : Si vous avez donné votre consentement au traitement de vos données personnelles, vous avez le droit de retirer votre consentement à tout moment.
· Droit à la portabilité des données : Dans les cas applicables par la loi, vous avez le droit d'obtenir le retour des données personnelles que vous nous avez fournies ou, dans les cas où la technologie le permet, de les transférer à un tiers.

Si vous souhaitez exercer ces droits, veuillez envoyer une lettre à l'adresse suivante : « Attn : Our Data Protection Officer », Greenval Insurance DAC, 2nd Floor, The Anchorage, 17 – 19 Sir John Rogerson's Quay, Dublin 2, Irlande (D02 DT18), ou envoyer un e-mail à privacy@greenval-insurance.ie. Veuillez joindre une copie scannée de votre carte d'identité à des fins d'identification.

Conformément aux règlements applicables, en plus de vos droits mentionnés ci-dessus, vous pouvez également déposer une plainte auprès de l'autorité de surveillance compétente.
9. COMMENT RESTER INFORMÉ DES CHANGEMENTS APPORTÉS À CETTE POLITIQUE DE CONFIDENTIALITÉ ? 

Dans un monde où les technologies évoluent sans cesse, nous devrons peut-être mettre régulièrement à jour cette Déclaration de confidentialité. 

Nous vous informerons de toute modification importante de cette Déclaration de confidentialité et vous inviterons à consulter la dernière version, disponible en ligne à l'adresse suivante : www.greenval-insurance.com
10. COMMENT NOUS CONTACTER ?

Si vous avez des questions concernant notre utilisation de vos données personnelles conformément à cette Déclaration de Protection des Données, veuillez envoyer une lettre ou un e-mail à Greenval Insurance DAC, 2nd Floor, The Anchorage, 17 – 19 Sir John Rogerson's Quay, Dublin 2, Irlande (D02 DT18), par email privacy@greenval-insurance.ie  

………………………………………………………………………………………………………………………………….

8

image1.png
s GREENVAL INSURANCE

* - BNP PARIBAS GROUP




