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DICHIARAZIONE GREENVAL DI PROTEZIONE DEI DATI 


Greenval Insurance DAC ("Greenval") e il BNP Paribas Group, di cui Greenval fa parte, attribuiscono grande importanza alla protezione dei vostri dati personali. Il Gruppo BNP Paribas ha adottato principi comuni a questo riguardo per l'intero Gruppo.
1. SIETE SOGGETTI DI QUESTA INFORMATIVA?

Questa Informativa sulla Privacy informa nel dettaglio la protezione dei vostri dati personali da parte di Greenval ("noi").  Questa Informativa sulla Privacy si applica a voi se siete:
· uno dei nostri clienti o in un rapporto contrattuale con noi;
· un membro della famiglia del cliente. I nostri clienti possono infatti occasionalmente condividere con noi informazioni sulla loro famiglia quando necessario per fornire loro un prodotto o servizio;
· Una persona interessata ai nostri prodotti o servizi quando ci fornite i vostri dati personali (in un'agenzia, sui nostri siti web e applicazioni, durante eventi o operazioni di sponsorizzazione) affinché possiamo contattarvi;
· un dipendente dei nostri clienti aziendali.

In qualità di responsabile dei dati, provvediamo alla raccolta e del trattamento dei vostri dati personali nell'ambito della nostra attività. Lo scopo di questa Informativa sulla Privacy è spiegarvi quali dei vostri dati personali utilizziamo, come cliente individuale, rappresentante dei nostri clienti aziendali o come richiedente secondo le nostre polizze assicurative, perché utilizziamo e condividiamo questi dati, per quanto tempo li conserviamo e come puoi esercitare i vostri diritti. 

Altre informazioni possono essere trasmesse, se necessario, se richiedete un prodotto o servizio specifico, ad esempio nella clausola di protezione dei dati del vostro contratto assicurativo.
2. QUALI DATI PERSONALI USIAMO SU DI TE?

Raccogliamo e utilizziamo i vostri dati personali nella misura necessaria per offrire prodotti e servizi assicurativi di alta qualità e personalizzati nell'ambito della nostra attività.

Possiamo raccogliere vari tipi di dati personali che vi riguardano, tra cui:
informazioni di identificazione (ad esempio nome, carta d'identità, passaporto, patente di guida, nazionalità, luogo e data di nascita, genere, foto, indirizzo IP);
informazioni di contatto (ad esempio indirizzo postale e email, numero di telefono);
situazione familiare (ad esempio stato civile, numero di figli);
status fiscale (ad esempio ID fiscale, status fiscale); 
informazioni professionali (ad esempio lavoro, nome del datore di lavoro, luogo di lavoro);
dati bancari, finanziari e transazionali (ad esempio numero di carta di credito, dettagli del conto bancario, dati di pagamento);
dati relativi al contratto assicurativo (ad esempio numero di identificazione del cliente, numero contrattuale, metodi di pagamento, termine, importi e sconti);
dati relativi alla valutazione del rischio (ad esempio uso di un veicolo assicurato per uso personale, luogo di stoccaggio del veicolo);
dati relativi alle richieste (ad esempio storia dei sinistri, inclusi i risarcimenti pagati e i rapporti di esperti, informazioni sulle vittime);
Vostri dati come quelli riguardanti abitudini, preferenze e uso del veicolo assicurato: 
· dati relativi all'uso del veicolo assicurato (ad esempio numero di chilometri percorsi);
· dati derivanti dalle vostre interazioni con noi: le nostre filiali (rapporti di contatto), siti web, pagine social media, riunioni, chiamate, discussioni online, interviste, conversazioni telefoniche, corrispondenza, richieste di informazioni o documenti; e
dati di videosorveglianza (incluse telecamere a circuito chiuso) e dati di geolocalizzazione (ad esempio per identificare la posizione dei fornitori o per consentire la fornitura di servizi specifici).
Dati necessari per combattere frodi assicurative, riciclaggio di denaro e finanziamento del terrorismo, e qualsiasi altro dato che siamo obbligati a raccogliere per legge.

Possiamo raccogliere dati biometrici (ad esempio impronte digitali, impronte vocali o immagini facciali utilizzabili per scopi di identificazione e sicurezza), che costituiscono una categoria speciale di dati (i cosiddetti dati "sensibili") che ci consente di ottenere un livello di protezione più elevato, a condizione sia stato preventivamente reccolto il vostro esplicito consenso in conformità con le regole applicabili.
 
I dati che utilizziamo su di voi possono essere forniti direttamente da voi o ottenuti dalle seguenti fonti per verificare o sviluppare i nostri database:
pubblicazioni/banche dati rese disponibili dalle autorità ufficiali (ad esempio la Rivista Ufficiale);
i nostri clienti aziendali e/o le loro controllate e affiliate (ad esempio il vostro datore di lavoro) o i collaboratori; 
terze parti come agenzie di prevenzione delle frodi o fornitori di dati in conformità con la legislazione sulla protezione dei dati;
siti web/pagine social contenenti informazioni pubblicate da te (ad esempio il vostro sito web o i social media); e
database messi a disposizione del pubblico da terze parti. 

3. CASI PARTICOLARI DI RACCOLTA DI DATI PERSONALI, INCLUSA LA RACCOLTA INDIRETTA

Come accennato sopra, in determinate circostanze possiamo raccogliere e utilizzare i dati personali di individui con cui abbiamo, potremmo avere o abbiamo avuto una relazione diretta, come potenziali clienti.

Per determinati motivi, potremmo anche raccogliere informazioni su di voi anche se non avete un rapporto diretto con noi. 

Questo accade, ad esempio, quando il vostro datore di lavoro ci fornisce informazioni su di voi o quando i vostri dati di contatto sono forniti da uno dei nostri clienti, se siete voi, ad esempio: 

· Membri della famiglia;
· rappresentanti legali (in virtù di una procura);
· Beneficiari di una polizza assicurativa;
· Ultimi beneficiari beneficiari;
· Debitori dei clienti (ad esempio in caso di fallimento); 
· Azionisti di una società;
· Rappresentanti di un'entità giuridica (che può essere un cliente o un fornitore);
· Personale di un fornitore di servizi e partner commerciali.

4. PERCHÉ E SU QUALE BASE UTILIZZIAMO I VOSTRI DATI PERSONALI?

a. Per rispettare i nostri obblighi legali e normativi 

In questa sezione spieghiamo perché elaboriamo i vostri dati personali e la base legale per farlo.  Lo scopo di questa sezione è spiegare perché elaboriamo i vostri dati personali e su quale base legale ci basiamo per giustificarli.  
Utilizziamo i vostri dati personali per rispettare vari obblighi legali e normativi, tra cui:
· la prevenzione del riciclaggio di denaro e del finanziamento del terrorismo;
· la prevenzione delle frodi assicurative;
· rispetto delle sanzioni e della legislazione sull'embargo; 
· la lotta contro le frodi fiscali e il adempimento degli obblighi di revisione fiscale e rendicontazione; 
· Conformità alle normative bancarie e finanziarie secondo le quali noi:
· implementare misure di sicurezza per prevenire abusi e frodi;
· rilevare transazioni che differiscono dai modelli normali; e 
· monitorare e segnalare eventuali rischi che potremmo sostenere.
· rispondere a una richiesta ufficiale di un'autorità pubblica o giudiziaria dell'Unione Europea debitamente autorizzata (ad esempio per identificare il conducente e comunicare i dati alle autorità pubbliche competenti).


b. Per eseguire un contratto o adottare misure su vostra richiesta prima di stipulare un contratto con voi

Utilizziamo i vostri dati personali per stipulare e eseguire i nostri contratti, inclusi per:

· definisci il vostro profilo di rischio assicurativo e i relativi premi;
· determinare se e in quali condizioni possiamo offrirvi un prodotto o servizio; 
· fornirvi informazioni sui nostri prodotti e servizi assicurativi;
· gestire i sinistri (dal primo rapporto di perdita fino al saldo);
· gestire la risoluzione delle controversie, assisterti e rispondere alle tue richieste e richieste (incluse le richieste di risarcenza);
· ti permettono di accedere facilmente a determinati servizi direttamente dal vostro smartphone tramite le nostre applicazioni mobili; e
· fatturazione e riscossione.

c. Per servire i nostri legittimi interessi

Utilizziamo i vostri dati personali per distribuire e sviluppare i nostri prodotti e servizi, per gestire il rapporto contrattuale con i nostri clienti aziendali di cui sei dipendente, per migliorare la gestione del rischio e per difendere i nostri diritti legali, inclusi per:
· ottenere la prova delle transazioni;
· prevenire le frodi; 
· Implementare campagne di prevenzione, ad esempio creando allerte traffico o strada;
· rispondere alle richieste ufficiali delle autorità pubbliche di paesi terzi (situati al di fuori del SEE);
· gestione dei sistemi IT, inclusa la gestione dell'infrastruttura (ad esempio piattaforme di exchange), e garantire la continuità del business e la sicurezza IT;
· stabilire modelli statistici individuali, basati sull'analisi delle transazioni, ad esempio per definire il profilo del conducente e/o il punteggio di rischio assicurativo; 
· per stabilire statistiche aggregate, test e modelli per ricerca e sviluppo, al fine di migliorare la gestione del rischio all'interno del Gruppo BNP Paribas, o per migliorare prodotti e servizi esistenti o per crearne di nuovi; 
· formare il nostro personale registrando le telefonate ai nostri call center; 
· personalizza l'offerta che ti offriamo e quella di altre entità del Gruppo BNP Paribas:
· migliorare la qualità dei nostri prodotti e servizi assicurativi; e
· Promuovendo prodotti o servizi che corrispondono alla vostra situazione e profilo. 

Queste offerte possono essere offerte grazie a: 

· Segmentare i nostri potenziali clienti e clienti;
· analisi delle tue abitudini e preferenze nei vari canali (visite ai nostri rappresentanti, email o messaggi, visite al nostro sito web, ecc.); e
· Combinando dati dei vostri prodotti e servizi assicurativi a cui hai già aderito o per i quali hai ricevuto una stima, con altri dati che possiediamo su di te.
Applicabile solo ai dipendenti dei nostri clienti aziendali:

· determinare se e in quali condizioni possiamo offrire un prodotto o servizio; 
· fornire informazioni sui nostri prodotti e servizi;
· gestire la risoluzione delle controversie, fornire assistenza e rispondere a richieste e reclami (inclusi i reclami);
· fornire una piattaforma digitale che ti permetta di (i) accedere facilmente a determinati servizi direttamente dai vostri smartphone e (ii) utilizzare un gruppo di veicoli di ride-sharing per aumentare l'utilizzo dei veicoli; e
· fatturazione e riscossione.

In tutti i casi, i vostri dati possono essere aggregati sotto forma di statistiche anonimizzate che possono essere offerte a clienti professionisti e entità del Gruppo BNP Paribas per permettere loro di sviluppare le proprie attività.

d. Per rispettare la vostra scelta, potremmo chiedere il vostro consenso per uno scopo di trattamento specifico

In alcuni casi, potremmo dover chiedere il vostro consenso ad elaborare alcuni dei vostri dati, ad esempio: 

· A meno che non ci basiamo su altri basi legali, dove gli scopi sopra citati danno luogo a decisioni automatizzate che producono effetti legali o vi influenzano significativamente. In questo caso, vi informeremo separatamente della ragione sottostante, nonché dell'entità e delle conseguenze attese di questo trattamento; e/o
· Se dovremo effettuare ulteriori trattamenti per scopi diversi da quelli sopra indicati in questa sezione 3, vi avviseremo e, dove opportuno, chiederemo il vostro consenso. 

5. CON CHI CONDIVIDIAMO I VOSTRI DATI PERSONALI?

Per raggiungere gli scopi sopra citati, divulghiamo i vostri dati personali solo alle seguenti persone:
· Il nostro personale responsabile della gestione dei vostri prodotti e servizi assicurativi;
· co-assicurati, riassicurati, agenzie assicurative auto e fondi di garanzia;
· Parti interessate al contratto assicurativo come: 
· i titolari di polizze, i firmatari e le parti assicurate e i loro rappresentanti;
· i cessionari del contratto o i beneficiari della surroga;
· i responsabili degli incidenti, le vittime, i loro rappresentanti e testimoni.
· Entità del Gruppo BNP Paribas (ad esempio, puoi usufruire dell'intera gamma di prodotti e servizi del nostro gruppo);
· Fornitori che forniscono servizi per nostro conto;
· Agenti indipendenti, intermediari o broker;
· Partner bancari e commerciali;
· Autorità finanziarie o giudiziarie, enti o enti pubblici, su richiesta e nella misura consentita dalla legge; e
· Alcuni professionisti regolamentati come operatori sanitari, avvocati o revisori.

6. TRASFERIMENTI DI DATI PERSONALI AL DI FUORI DELL'EEA

In caso di trasferimenti internazionali dallo Spazio Economico Europeo (SEE), se la Commissione Europea ha riconosciuto un paese non appartenente al SEE come paese che fornisce un adeguato livello di protezione dei dati, i vostri dati personali possono essere trasferiti su tale base. In questo caso, non sono necessarie formalità specifiche.

Per i trasferimenti verso paesi non SEE il cui livello di protezione non è stato riconosciuto dalla Commissione Europea, ci affideremo a una deroga applicabile al caso specifico (ad esempio se il trasferimento è necessario per l'esecuzione del vostro contratto con noi, come nel caso di pagamenti internazionali) oppure implementeremo una delle seguenti salvaguardie per garantire la protezione dei vostri dati personali:
· clausole contrattuali standard approvate dalla Commissione Europea; oppure
· Regole societarie vincolanti, se applicabile (per trasferimenti intra-gruppo).

Per ottenere una copia di queste clausole o regole o per sapere dove consultarle, puoi inviare una richiesta scritta come previsto nella Sezione 9.

7. PER QUANTO TEMPO CONSERVIAMO I VOSTRI DATI PERSONALI? 

Conserveremo i vostri dati personali per tutto il tempo necessario per rispettare le leggi e i regolamenti applicabili o per qualsiasi altro periodo determinato dai nostri requisiti operativi, come una corretta contabilità contabile, una gestione efficace delle relazioni con i clienti, l'elaborazione dei reclami (fino alla loro risoluzione) e la risposta ad azioni legali o richieste da parte dell'autorità regolatoria. Per chiarezza, il periodo di trattenuta è la durata del contratto assicurativo della vostra (azienda) o il tempo necessario per risolvere eventuali reclami, più il periodo fino a quando i reclami legali previsti dal contratto non vengano prescrivi, a meno che le disposizioni legali o normative deroganti non richiedano un periodo di conservazione più lungo o più breve. Per quanto riguarda i potenziali clienti, i dati personali sono conservati finché esprimono interesse per i nostri servizi e prodotti. Una volta che ricevuta la comunicazione del cessato insteresse, faremo tutto il possibile per cancellare i dati personali entro un periodo ragionevole e non oltre 12 mesi dal loro messaggio a riguardo. I cookie e altri dati di accesso e tracciamento memorizzati sul loro dispositivo sono conservati per un periodo di 13 mesi dalla data di raccolta.

8. QUALI SONO I VOSTRI DIRITTI E COME PUOI ESERCITARLI?

In conformità con le normative applicabili, hai i seguenti diritti: 
· Diritto di accesso: potete ottenere informazioni riguardanti il trattamento dei vostri dati personali e ottenerne una copia.
· Diritto di rettifica: se ritenete che i vostri dati personali siano inaccurati o incompleti, potete richiedere che tali dati personali vengano modificati di conseguenza.
· Diritto di cancellazione: potete richiedere la cancellazione dei vostri dati personali, nella misura consentita dalla legge.
· Diritto alla restrizione del trattamento: potete richiedere la restrizione del trattamento dei vostri dati personali.
· Diritto di opporsi: potete opporvi al trattamento dei vostri dati personali, per motivi legati alla vostra situazione specifica. Avete il diritto assoluto di opporvi al trattamento dei vostri dati personali per scopi di prospezione commerciale, che include il profiling correlato a tale prospezione.
· Diritto di ritirare il vostro consenso: se avete dato il consenso per il trattamento dei vostri dati personali, avete il diritto di ritirare il consenso in qualsiasi momento.
· Diritto alla portabilità dei dati: nei casi applicabili dalla legge, avete il diritto di ottenere la restituzione dei dati personali che ci avete fornito o, nei casi che la tecnologia lo consenta, di trasferirli a terzi.

Se desiderate esercitare i diritti sopra indicati, inviate una lettera al seguente indirizzo: "Attn: Data Protection Officer", Greenval Insurance DAC, 2nd Floor, The Anchorage, 17 – 19 Sir John Rogerson's Quay, Dublino 2, Irlanda (D02 DT18), oppure inviate un'email a privacy@greenval-insurance.ie. Si prega di allegare una copia scannerizzata della vostra carta d'identità per scopi identificativi.

In conformità con le normative applicabili, oltre ai diritti sopra menzionati, potete anche presentare un reclamo all'autorità supervisore competente.
9. COME POTETE RIMANERE INFORMATI SULLE MODIFICHE A QUESTA POLITICA SULLA PRIVACY? 

In un mondo di tecnologie in continua evoluzione, potremmo dover aggiornare regolarmente questa Dichiarazione sulla Privacy. 

Vi informeremo di eventuali cambiamenti rilevanti a questa Dichiarazione sulla Privacy e vi inviteremo a consultare l'ultima versione, disponibile online su: www.greenval-insurance.com
10. COME POTETE CONTATTARCI?

Se avete domande sull'uso dei vostri dati personali in conformità con questa Dichiarazione di Protezione Dati, inviate una lettera o un'email a Greenval Insurance DAC, 2nd Floor, The Anchorage, 17 – 19 Sir John Rogerson's Quay, Dublino 2, Irlanda (D02 DT18), email privacy@greenval-insurance.ie  

………………………………………………………………………………………………………………………………….
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