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DEKLARACJA OCHRONY DANYCH GREENVAL 


Greenval Insurance DAC ("Greenval") oraz grupa BNP Paribas, której częścią jest Greenval, przywiązują dużą wagę do ochrony Twoich danych osobowych. Grupa BNP Paribas przyjęła więc wspólne zasady w tym zakresie dla całej Grupy.
1. CZY PODLEGASZ TEMU ZAWIADOMIENIU?

Niniejsza Informacja o Polityce Prywatności szczegółowo informuje Cię o ochronie Twoich danych osobowych przez Greenval ("my").  Niniejsza Informacja o Polityce Prywatności dotyczy Ciebie, jeśli jesteś:
· jednego z naszych klientów lub w ramach umowy z nami;
· członek rodziny klienta. Rzeczywiście, nasi klienci mogą czasem dzielić się z nami informacjami o swojej rodzinie, gdy jest to konieczne, by zaoferować im produkt lub usługę lub lepiej ich poznać;
· Osoba zainteresowana naszymi produktami lub usługami, gdy przekażesz nam swoje dane osobowe (w agencji, na naszych stronach internetowych i aplikacjach, podczas wydarzeń lub operacji sponsorskich), abyśmy mogli się z Tobą skontaktować.
· Pracownik naszych klientów korporacyjnych.

Jako kontroler danych odpowiadamy za zbieranie i przetwarzanie Twoich danych osobowych w ramach naszej działalności. Celem niniejszego Powiadomienia o Zasadzie Prywatności jest wyjaśnienie, jakie dane osobowe używamy o Tobie – jako indywidualnym kliencie, przedstawicielu naszych klientów korporacyjnych lub jako wnioskodawcy w ramach naszych polis ubezpieczeniowych, dlaczego korzystamy i udostępniamy te dane, jak długo je przechowujemy oraz jak możesz korzystać ze swoich praw. 

Inne informacje mogą być przekazywane, jeśli jest to konieczne, jeśli zamawiasz określony produkt lub usługę, na przykład w klauzuli ochrony danych w Twojej umowie ubezpieczeniowej.
2. JAKIE DANE OSOBOWE O TOBIE UŻYWAMY?

Zbieramy i wykorzystujemy Twoje dane osobowe w zakresie niezbędnym w ramach naszej działalności, aby zapewnić wysokiej jakości, spersonalizowane produkty i usługi ubezpieczeniowe.

Możemy zbierać różne rodzaje danych osobowych na Twój temat, w tym:
informacje identyfikacyjne (np. imię, dowód tożsamości, paszport, prawo jazdy, narodowość, miejsce i data urodzenia, płeć, zdjęcie, adres IP);
dane kontaktowe (np. adres pocztowy i e-mail, numer telefonu);
sytuacja rodzinna (np. stan cywilny, liczba dzieci);
status podatkowy (np. ID podatkowy, status podatkowy); 
informacje zawodowe (np. zatrudnienie, nazwa pracodawcy, miejsce pracy);
dane bankowe, finansowe i transakcyjne (np. numer karty kredytowej, dane dotyczące konta bankowego, dane płatnicze);
dane dotyczące umowy ubezpieczeniowej (np. numer identyfikacyjny klienta, numer umowy, metody płatności, okres użytkowania, kwoty i zniżki);
dane dotyczące oceny ryzyka (np. wykorzystanie ubezpieczonego pojazdu do użytku osobistego, miejsce przechowywania pojazdu);
dane dotyczące roszczeń (np. historia roszczenia, w tym wypłacone odszkodowania i raporty ekspertów, informacje o ofiarach);
Dane o tobie, a także o Twoich nawykach, preferencjach i sposobie korzystania z ubezpieczonego pojazdu: 
· dane dotyczące korzystania z ubezpieczonego pojazdu (np. liczba przejechanych kilometrów);
· Dane z Twoich kontaktów z nami: nasze spółki zależne (raporty kontaktowe), strony internetowe, strony w mediach społecznościowych, spotkania, rozmowy telefoniczne, dyskusje online, wywiady, rozmowy telefoniczne, korespondencja, prośby o informacje lub dokumenty; oraz
dane z monitoringu wideo (w tym kamery ograniczonego obwodu) oraz dane geolokalizacyjne (np. w celu identyfikacji lokalizacji świadczeniodawców dla Ciebie lub umożliwienia świadczenia określonych usług).
Dane niezbędne do zwalczania oszustw ubezpieczeniowych, prania pieniędzy i finansowania terroryzmu oraz wszelkie inne dane, które jesteśmy zobowiązani do zbierania na mocy prawa.

Możemy zbierać dane biometryczne (np. odciski palców, odciski głosu lub obrazy twarzy, które mogą być wykorzystywane do celów identyfikacji i bezpieczeństwa), które stanowią specjalną kategorię danych (tzw. "wrażliwe" dane), umożliwiającą uzyskanie wyższego poziomu ochrony, pod warunkiem Twojej wyraźnej wcześniejszej zgody i zgodnie z obowiązującymi przepisami.
 
Dane, których używamy o Tobie, mogą być dostarczane bezpośrednio przez Ciebie lub pozyskane z następujących źródeł w celu weryfikacji lub rozwoju naszych baz danych:
publikacje/bazy danych udostępniane przez oficjalne organy (np. Dziennik Urzędowy);
naszych klientów korporacyjnych i/lub ich spółek zależnych i powiązanych (np. Twój pracodawca) lub wykonawców; 
podmioty trzecie, takie jak agencje zapobiegające oszustwom czy dostawcy danych, zgodnie z przepisami o ochronie danych;
strony internetowe/strony mediów społecznościowych zawierające informacje opublikowane przez Ciebie (np. własna strona internetowa lub media społecznościowe); oraz
bazy danych udostępniane publicznie przez osoby trzecie. 

3. SZCZEGÓLNE PRZYPADKI ZBIERANIA DANYCH OSOBOWYCH, W TYM POŚREDNIE

Jak wspomniano powyżej, w określonych okolicznościach możemy zbierać i wykorzystywać dane osobowe osób, z którymi mieliśmy, możemy mieć lub mieć bezpośrednią relację, takich jak potencjalni klienci.

Z pewnych powodów możemy również zbierać informacje o Tobie, choć nie masz z nami bezpośredniego kontaktu. 

Dotyczy to na przykład, gdy pracodawca przekazuje nam informacje o Tobie lub gdy Twoje dane kontaktowe są udostępniane przez jednego z naszych klientów, na przykład: 

· Członkowie rodziny;
· Przedstawicieli prawni (na mocy pełnomocnictwa);
· Beneficjenci polisy ubezpieczeniowej;
· Ostateczni właściciele rzeczywiści;
· Dłużnicy klientów (np. w przypadku upadłości); 
· Akcjonariusze spółki;
· Przedstawicieli podmiotu prawnego (którym może być klient lub dostawca);
· Pracownicy dostawcy usług oraz partnerzy biznesowi.

4. DLACZEGO I NA JAKIEJ PODSTAWIE KORZYSTAMY Z TWOICH DANYCH OSOBOWYCH?

a. Aby spełnić nasze zobowiązania prawne i regulacyjne 

W tej sekcji wyjaśniamy, dlaczego przetwarzamy Twoje dane osobowe oraz na czym polega prawna podstawa takiego działania.  Celem tej sekcji jest wyjaśnienie, dlaczego przetwarzamy Twoje dane osobowe oraz na jakiej podstawie prawnej się opieramy, by to uzasadnić.  
Używamy Twoich danych osobowych do spełniania różnych zobowiązań prawnych i regulacyjnych, w tym:
· zapobieganie praniu pieniędzy i finansowaniu terroryzmu;
· zapobieganie oszustwom ubezpieczeniowym;
· przestrzeganie sankcji i przepisów dotyczących embarga; 
· walkę z oszustwami podatkowymi oraz wypełnianie obowiązków audytu podatkowego i sprawozdawczości; 
· Zgodność z przepisami bankowymi i finansowymi, na których my:
· wdrażanie środków bezpieczeństwa zapobiegających nadużyciom i oszustwom;
· wykrywa transakcje różniące się od normalnych wzorców; oraz 
· monitorować i raportować wszelkie ryzyka, które możemy ponieść.
· odpowiadać na oficjalne żądanie należycie upoważnionego organu publicznego lub sądowego Unii Europejskiej (np. o identyfikację kierowcy i przekazanie danych odpowiednim organom publicznym).


b. Aby zawrzeć umowę lub podjąć działania na Twoją prośbę przed zawarciem umowy z Tobą

Używamy Twoich danych osobowych, aby zawierać i realizować nasze umowy, w tym:

· Określ swój profil ryzyka ubezpieczeniowego i odpowiadające mu składki;
· Określić, czy i na jakich warunkach możemy zaoferować Ci produkt lub usługę; 
· udzielać informacji na temat naszych produktów i usług ubezpieczeniowych;
· zarządzać roszczeniami (od pierwszego raportu strat do ugody);
· zarządzają rozwiązywaniem sporów oraz wspierają Cię i odpowiadają na Twoje żądania i roszczenia (w tym roszczenia);
· umożliwiają łatwy dostęp do wybranych usług bezpośrednio na smartfonie za pośrednictwem naszych aplikacji mobilnych; oraz
· Rozliczenia i windykacja.

c. By służyć naszym legalnym interesom

Używamy Twoich danych osobowych do wdrażania i rozwijania naszych produktów i usług, zarządzania relacją umową z naszymi klientami korporacyjnymi, których jesteś pracownikiem, poprawy zarządzania ryzykiem oraz obrony naszych praw, w tym aby:
· uzyskanie dowodów transakcji;
· zapobieganie oszustwom; 
· wdrażanie kampanii zapobiegawczych, np. poprzez tworzenie alertów o ruchu drogowym lub drogowym;
· odpowiadać na oficjalne wnioski władz publicznych w krajach trzecich (położonych poza EEA);
· zarządzanie systemami IT, w tym zarządzanie infrastrukturą (np. platformy giełdowe) oraz zapewnienie ciągłości działalności i bezpieczeństwa IT;
· ustalenie indywidualnych modeli statystycznych, opartych na analizie transakcji, np. do określenia profilu kierowcy i/lub oceny ryzyka ubezpieczeniowego; 
· ustanowienie zagregowanych statystyk, testów i modeli do badań i rozwoju, w celu poprawy zarządzania ryzykiem w całej Grupie BNP Paribas lub ulepszenia istniejących produktów i usług lub tworzenia nowych; 
· szkoląc nasz personel, nagrywając rozmowy telefoniczne do naszych call center; 
· Spersonalizuj ofertę, którą oferujemy, oraz ofertę innych podmiotów BNP Paribas Group:
· poprawę jakości naszych produktów i usług ubezpieczeniowych; oraz
· Promując produkty lub usługi odpowiadające Twojej sytuacji i profilowi. 

Te oferty mogą być oferowane dzięki: 

· Segmentowanie naszych potencjalnych klientów i klientów;
· analizę Twoich nawyków i preferencji w różnych kanałach (wizyty u naszych przedstawicieli, e-maile lub wiadomości, wizyty na naszej stronie internetowej itp.); oraz
· Łączenie danych z Twoich produktów i usług ubezpieczeniowych, na które już się zapisałeś lub na które otrzymałeś wycenę, z innymi danymi, które posiadamy na Twój temat.
Dotyczy wyłącznie pracowników naszych klientów korporacyjnych:

· określić, czy i na jakich warunkach możemy zaoferować produkt lub usługę; 
· dostarczanie informacji o naszych produktach i usługach;
· zarządzać rozwiązywaniem sporów oraz udzielać pomocy i odpowiadać na prośby i skargi (w tym na zgłoszenia);
· zapewnić cyfrową platformę, która pozwala (i) łatwo korzystać z określonych usług bezpośrednio na smartfonach oraz (ii) korzystać z grupy pojazdów współlokacyjnych, aby zwiększyć wykorzystanie pojazdów; oraz
· Rozliczenia i windykacja.

We wszystkich przypadkach Twoje dane mogą być agregowane w formie zanonimizowanych statystyk, które mogą być oferowane klientom profesjonalnym oraz podmiotom Grupy BNP Parabis, aby umożliwić im rozwijanie ich działalności.

d. Aby uszanować Twój wybór, możemy poprosić o zgodę na określony cel przetwarzania

W niektórych przypadkach możemy wymagać zgody na przetwarzanie Twoich danych, na przykład: 

· Chyba że powołujemy się na inne podstawy prawne, gdzie powyższe cele prowadzą do automatycznego podejmowania decyzji, które przynoszą skutki prawne lub znacząco wpływają na Ciebie. W tym przypadku osobno poinformujemy Cię o przyczynie, a także o zakresie i oczekiwanych konsekwencjach tego przetwarzania; i/lub
· Jeśli będziemy musieli przeprowadzić dalsze przetwarzanie w celach innych niż te wymienione powyżej w tej sekcji 3, powiadomimy Cię i, jeśli to stosowne, poprosimy o Twoją zgodę. 

5. Z KIM DZIELIMY SIĘ TWOIMI DANYMI OSOBOWYMI?

Aby osiągnąć powyższe cele, ujawniamy Twoje dane osobowe wyłącznie następującym osobom:
· Nasz personel odpowiedzialny za zarządzanie produktami i usługami ubezpieczeniowymi;
· Współubezpieczeni, reasekuraci, biura ubezpieczeń komunikacyjnych oraz fundusze gwarancyjne;
· Strony zainteresowane umową ubezpieczeniową, takie jak: 
· ubezpieczeni, sygnatariuszy i ubezpieczeni oraz ich przedstawicieli;
· cesjonariuszy umowy lub beneficjenci subrogacji;
· osoby odpowiedzialne za incydenty, ofiary, ich przedstawiciele i świadkowie.
· podmioty BNP Paribas Group (np. możesz korzystać z pełnego zakresu produktów i usług naszej grupy);
· Dostawców świadczących usługi w naszym imieniu;
· Niezależni agenci, pośrednicy lub brokerzy;
· Partnerzy bankowi i komercyjni;
· Organy finansowe lub sądowe, agencje publiczne lub organy, na życzenie i w zakresie dozwolonym przez prawo; oraz
· Niektórzy regulowani profesjonaliści, tacy jak pracownicy służby zdrowia, prawnicy czy audytorzy.

6. TRANSFERY DANYCH OSOBOWYCH POZA EEA

W przypadku transferów międzynarodowych z Europejskiego Obszaru Gospodarczego (EOG), jeśli Komisja Europejska uznała kraj spoza EOG za kraj zapewniający odpowiedni poziom ochrony danych, Twoje dane osobowe mogą być przekazywane na tej podstawie. W tym przypadku nie są potrzebne żadne szczególne formalności.

W przypadku transferów do krajów spoza EOG, których poziom ochrony nie został uznany przez Komisję Europejską, będziemy polegać na denominacji obowiązującej w danym przypadku (np. jeśli transfer jest niezbędny do realizacji umowy z nami, na przykład w przypadku płatności międzynarodowych) lub wdrożymy jeden z następujących zabezpieczeń, aby zapewnić ochronę Twoich danych osobowych:
· Standardowe klauzule umowne zatwierdzone przez Komisję Europejską; lub
· Wiążące zasady korporacyjne, jeśli mają zastosowanie (dla transferów wewnątrzgrupowych).

Aby uzyskać kopię tych klauzul lub zasad lub dowiedzieć się, gdzie je skonsultować, możesz wysłać pisemny wniosek zgodnie z Sekcją 9.

7. JAK DŁUGO PRZECHOWUJEMY TWOJE DANE OSOBOWE? 

Będziemy przechowywać Twoje dane osobowe tak długo, jak będzie to konieczne w celu spełnienia obowiązujących przepisów i regulacji lub przez inny okres określony przez nasze wymagania operacyjne, takie jak właściwa księgowość, skuteczne zarządzanie relacjami z klientami, rozpatrywanie roszczeń (do czasu ich zaspokojenia) oraz reagowanie na działania prawne lub żądania organu regulacyjnego. Dla jasności, okres zatrzymania to czas trwania Twojej (firmy) umowy ubezpieczeniowej lub czas potrzebny na rozstrzygnięcie roszczeń oraz okres do momentu przedawnienia roszczeń prawnych wynikających z umowy, chyba że przepisy prawne lub regulacyjne wymagają dłuższego lub krótszego okresu zatrzymania. W odniesieniu do potencjalnych klientów, dane osobowe są przechowywane tak długo, jak wyrazią zainteresowanie naszymi usługami i produktami; Gdy poinformują nas, że nie są już zainteresowani, zrobimy wszystko, co możliwe, aby usunąć ich dane osobowe w rozsądnym terminie i nie później niż 12 miesięcy od ich wiadomości w tej sprawie. Pliki cookie oraz inne dane logowania i śledzenia przechowywane na ich urządzeniu są przechowywane przez okres 13 miesięcy od daty ich pobrania.

8. JAKIE MASZ PRAWA I JAK MOŻESZ Z NICH KORZYSTAĆ?

Zgodnie z obowiązującymi przepisami przysługują Państwo następujące prawa: 
· Prawo dostępu: możesz uzyskać informacje dotyczące przetwarzania swoich danych osobowych oraz kopię tych danych.
· Prawo do korekty: jeśli uważasz, że Twoje dane osobowe są niedokładne lub niepełne, możesz wystąpić o odpowiednią korektę tych danych.
· Prawo do wymazania: Możesz wystąpić o usunięcie swoich danych osobowych, w zakresie dozwolonym przez prawo.
· Prawo do ograniczenia przetwarzania: Możesz wystąpić o ograniczenie przetwarzania swoich danych osobowych.
· Prawo do sprzeciwu: możesz zgłosić sprzeciw wobec przetwarzania swoich danych osobowych z powodów związanych z Twoją konkretną sytuacją. Masz pełne prawo sprzeciwić się przetwarzaniu swoich danych osobowych w celach komercyjnych pozyskiwania klientów, w tym profilowania związanego z takim pozyskiwaniem klientów.
· Prawo do wycofania zgody: Jeśli wyraziłeś zgodę na przetwarzanie swoich danych osobowych, masz prawo ją wycofać w dowolnym momencie.
· Prawo do przenośności danych: W przypadkach obowiązujących prawem masz prawo uzyskać zwrot danych osobowych, które nam przekazałeś, lub, jeśli technologia na to pozwala, przekazać je osobie trzeciej.

Jeśli chcesz skorzystać z powyższych praw, prosimy o przesłanie listu na następujący adres: "Attn: Our Data Protection Officer", Greenval Insurance DAC, 2nd Floor, The Anchorage, 17–19 Sir John Rogerson's Quay, Dublin 2, Irlandia (D02 DT18) lub e-mail na privacy@greenval-insurance.ie. Prosimy o dołączenie zeskanowanej kopii dowodu tożsamości w celu identyfikacji.

Zgodnie z obowiązującymi przepisami, oprócz powyższych praw, możesz również złożyć skargę do właściwego organu nadzoru.
9. JAK MOŻESZ BYĆ NA BIEŻĄCO ZE ZMIANAMI W TEJ POLITYCE PRYWATNOŚCI? 

W świecie nieustannie rozwijających się technologii być może będziemy musieli regularnie aktualizować to Oświadczenie o Prywatności. 

Poinformujemy Cię o wszelkich istotnych zmianach w tym Oświadczeniu o Prywatności i zapraszamy do zapoznania się z jego najnowszą wersją, dostępną online pod adresem: www.greenval-insurance.com
10. JAK SIĘ Z NAMI SKONTAKTOWAĆ?

Jeśli masz jakiekolwiek pytania dotyczące wykorzystania Twoich danych osobowych zgodnie z niniejszym Oświadczeniem o Ochronie Danych, prosimy o przesłanie listu lub e-maila do Greenval Insurance DAC, 2nd Floor, The Anchorage, 17–19 Sir John Rogerson's Quay, Dublin 2, Irlandia (D02 DT18), e-mail privacy@greenval-insurance.ie  

………………………………………………………………………………………………………………………………….
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