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DECLARACIÓN DE PROTECCIÓN DE DATOS GREENVAL 



Greenval Insurance DAC ("Greenval") y el Grupo BNP Paribas, del que Greenval forma parte, otorgan gran importancia a la protección de sus datos personales. Por ello, el Grupo BNP Paribas ha adoptado principios comunes en este sentido para todo el Grupo.
1. ¿ESTÁ SUJETO A ESTE AVISO?

Este Aviso de Política de Privacidad le informa en detalle sobre la protección de sus datos personales por parte de Greenval ("nosotros").  Este Aviso de Política de Privacidad se aplica si eres:
· Uno de nuestros clientes o estas en una relación contractual con nosotros;
· Miembro de la familia del cliente. De hecho, nuestros clientes pueden compartir ocasionalmente con nosotros información sobre su familia, cuando es necesario proporcionarles un producto o servicio, o conocerlos mejor;
· Una persona interesada en nuestros productos o servicios y que nos proporcione sus datos personales (en una agencia, en nuestras páginas web y aplicaciones, durante eventos o operaciones de patrocinio) para que podamos ponernos en contacto con usted.
· Un empleado de nuestros clientes corporativos.

Como responsables de los datos, somos responsables de la recopilación y el tratamiento de tus datos personales en el curso de nuestro negocio. El propósito de este Aviso de Política de Privacidad es explicarle qué datos personales utilizamos sobre usted, como cliente individual, representante de nuestros clientes corporativos o como solicitante bajo nuestras pólizas de seguro, por qué usamos y compartimos estos datos, cuánto tiempo los conservamos y cómo puede ejercer tus derechos. 

Otra información puede transmitirse, si es necesario, si solicita un producto o servicio en particular, por ejemplo en la cláusula de protección de datos de su contrato de seguro.
2. ¿QUÉ DATOS PERSONALES UTILIZAMOS SOBRE USTED?

Recopilamos y utilizamos sus datos personales en la medida necesaria en el curso de nuestro negocio para ofrecer productos y servicios de seguros personalizados y de alta calidad.

Podemos recopilar diversos tipos de datos personales sobre usted, incluyendo:
Información de identificación (por ejemplo, nombre, carné de identidad, pasaporte, carné de conducir, nacionalidad, lugar y fecha de nacimiento, género, foto, dirección IP);
Información de contacto (por ejemplo, dirección postal y correo electrónico, número de teléfono);
Situación familiar (por ejemplo, estado civil, número de hijos);
Estatus fiscal (por ejemplo, ID fiscal, estatus fiscal); 
Información profesional (por ejemplo, empleo, nombre del empleador, lugar de trabajo);
Datos bancarios, financieros y transaccionales (por ejemplo, número de tarjeta de crédito, datos de cuenta bancaria, datos de pagos);
Datos relacionados con el contrato de seguro (por ejemplo, número de identificación del cliente, número de contrato, métodos de pago, plazos, importes y descuentos);
Datos relacionados con la evaluación de riesgos (por ejemplo, uso de un vehículo asegurado para uso personal, ubicación de almacenamiento del vehículo);
Datos relacionados con reclamaciones (por ejemplo, historial de reclamaciones incluyendo compensaciones pagadas e informes de peritos, información sobre las víctimas);
atos sobre usted, así como tus hábitos y preferencias y el uso del vehículo asegurado: 
Datos relacionados con el uso del vehículo asegurado (por ejemplo, número de kilómetros recorridos);
· Datos de sus interacciones con nosotros: nuestras filiales (informes de contacto), sitios web, páginas en redes sociales, reuniones, llamadas, debates en línea, entrevistas, conversaciones telefónicas, correspondencia, solicitudes de información o documentos; y
Datos de videovigilancia (incluidas cámaras de circuito cerrado) y datos de geolocalización (por ejemplo, para identificar la ubicación de los proveedores para usted o para permitir la prestación de servicios específicos).
Datos necesarios para combatir el fraude de seguros, el blanqueo de capitales y la financiación del terrorismo, así como cualquier otro dato que estemos obligados a recopilar por ley.

Podemos recopilar datos biométricos (por ejemplo, huellas dactilares, huellas de voz o imágenes faciales que pueden utilizarse con fines de identificación y seguridad), que constituyen una categoría especial de datos (los llamados datos "sensibles") que nos permite obtener un nivel de protección superior, sujeto a su consentimiento previo explícito y conforme a las normas aplicables.
 
Los datos que utilizamos sobre usted pueden ser proporcionados directamente por usted u obtenidos de las siguientes fuentes para verificar o desarrollar nuestras bases de datos:
Publicaciones/bases de datos puestas a disposición por autoridades oficiales (por ejemplo, el Diario Oficial);
Nuestros clientes corporativos y/o sus filiales y afiliadas (por ejemplo, su empleador) o contratistas; 
Terceros como agencias de prevención del fraude o proveedores de datos en cumplimiento de la legislación de protección de datos;
Páginas web/redes sociales que contienen información publicada por ti (por ejemplo, tu propia página web o redes sociales); y
Bases de datos puestas a disposición del público por terceros. 

3. CASOS ESPECIALES DE RECOGIDA DE DATOS PERSONALES, INCLUIDA LA RECOGIDA INDIRECTA

Como se mencionó anteriormente, en determinadas circunstancias podemos recopilar y utilizar los datos personales de personas con las que tenemos, podemos tener o haber tenido una relación directa, como posibles clientes.

Por ciertas razones, también podemos recopilar información sobre usted aunque no tenga una relación directa con nosotros. 

Esto ocurre, por ejemplo, cuando su empleador nos proporciona información sobre usted o cuando uno de nuestros clientes proporciona sus datos de contacto, si es usted: 

Miembro de la familia;
Representantes legales (en virtud de un poder notarial);
Beneficiarios de una póliza de seguro;
Propietarios beneficiarios finales;
Deudores de clientes (por ejemplo, en caso de bancarrota); 
Accionistas de una empresa;
Representantes de una entidad jurídica (que puede ser un cliente o un proveedor);
Miembro del personal de un proveedor de servicios y socios comerciales.

4. ¿POR QUÉ Y EN QUÉ BASE USAMOS SUS DATOS PERSONALES?

a. Para cumplir con nuestras obligaciones legales y regulatorias 

En esta sección explicamos por qué procesamos sus datos personales y la base legal para hacerlo.  El propósito de esta sección es explicar por qué procesamos sus datos personales y en qué base legal nos basamos para justificarlos.  
Utilizamos sus datos personales para cumplir con diversas obligaciones legales y regulatorias, entre ellas:
La prevención del blanqueo de capitales y la financiación del terrorismo;
La prevención del fraude en seguros;
Cumplimiento de sanciones y legislación de embargo; 
La lucha contra el fraude fiscal y el cumplimiento de las obligaciones de auditoría y reporte fiscal; 
Cumplimiento de las normativas bancarias y financieras bajo las cuales:
Implementar medidas de seguridad para prevenir abusos y fraudes;
Detectar transacciones que difieran de los patrones normales; y 
Supervisar e informar de cualquier riesgo que podamos asumir.
Responder a una solicitud oficial de una autoridad pública o judicial debidamente autorizada de la Unión Europea (por ejemplo, para identificar al conductor y comunicar los datos a las autoridades públicas competentes).


b. Ejecutar un contrato o tomar medidas a su solicitud antes de firmar un contrato con usted

Utilizamos sus datos personales para celebrar y ejecutar nuestros contratos, para:

Definir su perfil de riesgo de seguro y las primas correspondientes;
Determinar si y bajo qué condiciones podemos ofrecerle un producto o servicio; 
Proporcionarle información sobre nuestros productos y servicios de seguros;
Gestionar las reclamaciones (desde el primer informe de pérdidas hasta la liquidación);
Gestionar la resolución de disputas, ayudarle y responder a sus solicitudes y reclamaciones (incluidas las reclamaciones);
Permitir acceder fácilmente a ciertos servicios directamente desde su smartphone a través de nuestras aplicaciones móviles; y
Facturación y cobro.

c. Para servir a nuestros intereses legítimos

Utilizamos sus datos personales para desplegar y desarrollar nuestros productos y servicios, gestionar la relación contractual con nuestros clientes corporativos de los que usted es empleado, mejorar nuestra gestión de riesgos y defender nuestros derechos legales, incluyendo para:
Obtener pruebas de transacciones;
Prevenir el fraude; 
Desplegar campañas de prevención, por ejemplo, creando alertas de tráfico o carreteras;
Responder a solicitudes oficiales de autoridades públicas en terceros países (ubicados fuera del EEE);
Gestionar sistemas informáticos, incluyendo la gestión de infraestructuras (por ejemplo, plataformas de intercambio), y garantizar la continuidad del negocio y la seguridad informática;
Establecer modelos estadísticos individuales, basados en el análisis de transacciones, por ejemplo, para definir su perfil de conductor y/o tu puntuación de riesgo de seguro; 
Establecer estadísticas, pruebas y modelos agregados para investigación y desarrollo, con el fin de mejorar la gestión de riesgos en todo el Grupo BNP Paribas, o para mejorar productos y servicios existentes o para crear nuevos; 
Formar a nuestro personal grabando llamadas a nuestros centros de llamadas; 
Personalizar la oferta que le ofrecemos y la de otras entidades del Grupo BNP Paribas:
Mejorar la calidad de nuestros productos y servicios de seguros; y
· Promocionando productos o servicios que se ajusten a su situación y perfil. 

Estas ofertas pueden ofrecerse gracias a: 

Segmentar a nuestros prospectos y clientes;
Analizar sus hábitos y preferencias en los distintos canales (visitas a nuestros representantes, correos electrónicos o mensajes, visitas a nuestra página web, etc.); y
Combinar datos de sus productos y servicios de seguros a los que ya se ha suscrito o para los que ha recibido un presupuesto, con otros datos que tenemos sobre usted.
Aplicable solo a los empleados de nuestros clientes corporativos:

Determinar si y bajo qué condiciones podemos ofrecer un producto o servicio; 
Proporcionar información sobre nuestros productos y servicios;
Gestionar la resolución de disputas, y prestar asistencia y responder a solicitudes y quejas (incluidas reclamaciones);
Proporcionar una plataforma digital que le permita (i) acceder fácilmente a ciertos servicios directamente desde sus smartphones y (ii) utilizar un grupo de vehículos de coche compartido para aumentar la utilización de vehículos; y
Facturación y cobro.

En todos los casos, sus datos pueden agregarse en forma de estadísticas anonimizadas que pueden ofrecerse a clientes profesionales y entidades del Grupo BNP Paribas para que puedan desarrollar sus actividades.

d. Para respetar su elección, podemos pedirle su consentimiento para un propósito de procesamiento concreto

En algunos casos, puede que necesitemos pedirle su consentimiento para procesar sus datos, por ejemplo: 

· A menos que nos apoyemos en otros fundamentos legales, donde los propósitos anteriores den lugar a una toma de decisiones automatizada que produzca efectos legales o le afecte significativamente. En este caso, le informaremos por separado de la razón subyacente, así como del alcance y las consecuencias esperadas de este proceso; y/o
· Si necesitamos realizar más procesamiento para fines distintos a los establecidos anteriormente en esta sección 3, le notificaremos y, cuando corresponda, solicitaremos su consentimiento. 

5. ¿CON QUIÉN COMPARTIMOS SUS DATOS PERSONALES?

Para lograr los fines anteriores, divulgamos sus datos personales únicamente a las siguientes personas:
· Nuestro personal responsable de gestionar sus productos y servicios de seguros;
· Coasegurados, reasegurados, agencias de seguros de automóviles y fondos de garantía;
· Las partes interesadas en el contrato de seguro, tales como: 
· los asegurados, firmantes y asegurados y sus representantes;
· los cesionarios del contrato o los beneficiarios de la subrogación;
· los responsables de los incidentes, las víctimas, sus representantes y testigos.
· Entidades del Grupo BNP Paribas (por ejemplo, puede aprovechar toda la gama de productos y servicios de nuestro grupo);
· Proveedores que prestan servicios en nuestro nombre;
· Agentes independientes, intermediarios o corredores;
· Socios bancarios y comerciales;
· Autoridades financieras o judiciales, organismos o organismos públicos, a petición y en la medida permitida por la ley; y
· Ciertos profesionales regulados, como profesionales sanitarios, abogados o auditores.

6. TRANSFERENCIAS DE DATOS PERSONALES FUERA DEL EE

En caso de transferencias internacionales desde el Espacio Económico Europeo (EEE), si la Comisión Europea ha reconocido a un país no perteneciente al EEE como un país que proporciona un nivel adecuado de protección de datos, sus datos personales pueden ser transferidos sobre esta base. En este caso, no se requieren formalidades específicas.

Para transferencias a países fuera del EEE cuyo nivel de protección no haya sido reconocido por la Comisión Europea, nos basaremos en una derogación aplicable al caso particular (por ejemplo, si la transferencia es necesaria para el cumplimiento de su contrato con nosotros, como en el caso de un pago internacional) o implementaremos una de las siguientes salvaguardas para garantizar la protección de sus datos personales:
Cláusulas contractuales estándar aprobadas por la Comisión Europea; o
· Normas corporativas vinculantes, si procede (para transferencias intra-grupo).

Para obtener una copia de estas cláusulas o normas o para saber dónde consultarlas, puede enviar una solicitud por escrito según lo establecido en la Sección 9.

7. ¿CUÁNTO TIEMPO CONSERVAMOS SUS DATOS PERSONALES? 

Retendremos sus datos personales durante el tiempo necesario para cumplir con las leyes y normativas aplicables o por cualquier otro periodo determinado por nuestros requisitos operativos, como una correcta gestión de la contabilidad, una gestión eficaz de la relación con los clientes, el procesamiento de reclamaciones (hasta que se resuelvan) y la respuesta a acciones legales o solicitudes de la autoridad reguladora. Para mayor claridad, el periodo de retención es la duración del contrato de seguro de su empresa o el tiempo necesario para resolver cualquier reclamación, más el periodo hasta que las reclamaciones legales bajo el contrato se prescriban, salvo que las disposiciones legales o regulatorias derogatorias exijan un periodo de retención más largo o más corto. En cuanto a los posibles clientes, los datos personales se conservan mientras expresen interés en nuestros servicios y productos; Una vez que nos digan que ya no están interesados, haremos todo lo posible para eliminar sus datos personales en un plazo razonable y no más tarde de 12 meses después de su mensaje en este sentido. Las cookies y otros datos de acceso y seguimiento almacenados en su dispositivo se mantienen durante un periodo de 13 meses desde la fecha en que se recogen.

8. ¿CUÁLES SON SUS DERECHOS Y CÓMO PUEDE EJERCERLOS?

De acuerdo con la normativa aplicable, tiene los siguientes derechos: 
· Derecho de acceso: puede obtener información sobre el tratamiento de sus datos personales y una copia de estos datos personales.
· Derecho a rectificación: si cree que sus datos personales son inexactos o incompletos, puede solicitar que estos datos personales sean modificados en consecuencia.
· Derecho a borrado: Puede solicitar la eliminación de sus datos personales, en la medida permitida por la ley.
· Derecho a restricción de tratamiento: Puede solicitar la restricción del tratamiento de sus datos personales.
· Derecho a objetar: puede objetar el tratamiento de sus datos personales por razones relacionadas con su situación particular. Tiene el derecho absoluto a oponerse al tratamiento de sus datos personales con fines de prospección comercial, lo que incluye el perfilado relacionado con dicha prospección.
· Derecho a retirar su consentimiento: Si ha dado su consentimiento para el tratamiento de sus datos personales, tiene derecho a retirar su consentimiento en cualquier momento.
· Derecho a la portabilidad de los datos: En los casos aplicables por ley, tiene derecho a obtener la devolución de los datos personales que nos haya proporcionado o, en los casos en que la tecnología lo permita, a transferirlos a un tercero.

Si desea ejercer los derechos mencionados, por favor envíe una carta a la siguiente dirección: "Atento: Nuestro Responsable de Protección de Datos", Greenval Insurance DAC, 2ª planta, The Anchorage, 17 – 19 Sir John Rogerson's Quay, Dublín 2, Irlanda (D02 DT18), o envíe un correo electrónico a privacy@greenval-insurance.ie. Por favor, adjunte una copia escaneada de su tarjeta de identificación para fines de identificación.

De acuerdo con las normativas aplicables, además de sus derechos mencionados, también puede presentar una queja ante la autoridad supervisora competente.
9. ¿CÓMO PUEDE MANTENERSE INFORMADO SOBRE LOS CAMBIOS EN ESTA POLÍTICA DE PRIVACIDAD? 

En un mundo de tecnologías en constante evolución, puede que necesitemos actualizar esta Declaración de Privacidad regularmente. 

Le informaremos de cualquier cambio importante en esta Declaración de Privacidad y le invitaremos a revisar la última versión de la misma, disponible en línea en: www.greenval-insurance.com
10. ¿CÓMO CONTACTAR CON NOSOTROS?

Si tiene alguna pregunta sobre nuestro uso de sus datos personales conforme a esta Declaración de Protección de Datos, por favor envíe una carta o correo electrónico a Greenval Insurance DAC, 2ª planta, The Anchorage, 17 – 19 Sir John Rogerson's Quay, Dublín 2, Irlanda (D02 DT18), correo electrónico privacy@greenval-insurance.ie  

………………………………………………………………………………………………………………………………….
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