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GREENVALS MEDDELELSE OM DATABESKYTTELSE 



Greenval Insurance DAC ("Greenval") og BNP Paribas Group, som Greenval er en del af, lægger stor vægt på beskyttelsen af dine personlige data. BNP Paribas Group har derfor vedtaget fælles principper på dette område for hele koncernen.
1. ER DU UNDERLAGT DENNE MEDDELELSE?

Denne privatlivspolitik informerer dig i detaljer om beskyttelsen af dine personlige data af Greenval ("vi").  Denne meddelelse om beskyttelse af dine personoplysninger gælder for dig, hvis du er:
· en af vores kunder eller i et kontraktforhold med os;
· et medlem af kundefamilien. Faktisk kan vores kunder lejlighedsvis dele information om deres familie med os, når det er nødvendigt for at levere et produkt eller en tjeneste eller lære dem bedre at kende;
· en person, der er interesseret i vores produkter eller tjenester, når du giver os dine personoplysninger (i et bureau, på vores websider og applikationer, under arrangementer eller sponsorering), så vi kan kontakte dig
· en medarbejder hos vores erhvervskunder

Som dataansvarlig er vi ansvarlige for indsamling og behandling af dine personlige data i forbindelse med vores forretning. Formålet med denne meddelelse om vores privatlivspolitik er at forklare dig, hvilke personlige data vi bruger om dig, som individuel kunde, repræsentant for vores erhvervskunder eller som ansøger under vores forsikringspolicer, hvorfor vi bruger og deler disse data, hvor længe vi opbevarer dem, og hvordan du kan udøve dine rettigheder. 

Andre oplysninger kan blive overført, hvis nødvendigt, hvis du anmoder om et bestemt produkt eller en tjeneste, for eksempel i databeskyttelsesklausulen i din forsikringskontrakt.
2. HVILKE PERSONLIGE OPLYSNINGER BRUGER VI OM DIG?

Dine personoplysninger behandles, hvor det er nødvendigt for at gøre det muligt for os at overholde de regler, som vi er underlagt, herunder bank- og finanslovgivning og finans..

Vi kan indsamle forskellige typer personoplysninger om dig, herunder:
identifikationsoplysninger (f.eks. navn, identitetskort, pas, kørekort, nationalitet, fødested og -dato, køn, foto, IP-adresse);
kontaktoplysninger (f.eks. postadresse og e-mailadresse, telefonnummer);
familiesituation (f.eks. civilstand, antal børn);
skattestatus (f.eks. skatte-ID, skattestatus); 
faglig information (f.eks. ansættelse, arbejdsgivernavn, arbejdsplads);
bank-, finansielle og transaktionelle data (f.eks. kreditkortnummer, bankkontooplysninger, betalingsdata);
data vedrørende forsikringskontrakten (f.eks. kundeidentifikationsnummer, kontraktnummer, betalingsmetoder, løbetid, beløb og rabatter);
data vedrørende risikovurderingen (f.eks. brug af et forsikret køretøj til personlig brug, placering af køretøjets opbevaring);
data vedrørende krav (f.eks. sagshistorik inklusive betalt erstatning og ekspertrapporter, oplysninger om ofre);
Data om dig, samt dine vaner og præferencer og brugen af det forsikrede køretøj: 
· data vedrørende din brug af det forsikrede køretøj (f.eks. antal kørte kilometer);
· Data fra dine interaktioner med os: vores datterselskaber (kontaktrapporter), hjemmesider, sociale mediesider, møder, opkald, online diskussioner, interviews, telefonsamtaler, korrespondance, anmodninger om information eller dokumenter; og
Videoovervågningsdata (herunder overvågningskameraer) og geolokationsdata (f.eks. for at identificere udbydernes placeringer for dig eller for at muliggøre levering af specifikke tjenester).
Data nødvendige for at bekæmpe forsikringssvindel, hvidvaskning af penge og terrorfinansiering samt andre data, vi er forpligtet til at indsamle ved lov.

Vi kan indsamle biometriske data (f.eks. fingeraftryk, stemmeaftryk eller ansigtsbilleder, der kan bruges til identifikation og sikkerhedsformål), som udgør en særlig kategori af data (såkaldt "følsomme" data), der giver os mulighed for at opnå et højere beskyttelsesniveau, forudsat at du udtrykkeligt har givet samtykke og i overensstemmelse med gældende regler.
 
De data, vi bruger om dig, kan være direkte leveret af dig eller indhentet fra følgende kilder for at verificere eller udvikle vores databaser:
publikationer/databaser stillet til rådighed af officielle myndigheder (f.eks. det officielle tidsskrift);	Comment by Bettina OLHOLM: What is the officielle tidsskrift?
vores virksomhedskunder og/eller deres datterselskaber og tilknyttede partnere (f.eks. din arbejdsgiver) eller entreprenører; 
tredjepart såsom svindelforebyggende myndigheder eller dataleverandører i overensstemmelse med databeskyttelseslovgivning;
hjemmesider/sociale mediesider med information, du har lagt op (f.eks. din egen hjemmeside eller sociale medier); og
databaser gjort tilgængelige for offentligheden af tredjepart. 

3. SÆRLIGE TILFÆLDE AF INDSAMLING AF PERSONDATA, HERUNDER INDIREKTE INDSAMLING

Som nævnt ovenfor kan vi under visse omstændigheder indsamle og bruge personoplysninger om personer, som vi har, kan have eller har haft et direkte forhold til, såsom potentielle kunder.

Af visse grunde kan vi også indsamle oplysninger om dig, selvom du ikke har et direkte forhold til os. 

Dette er for eksempel tilfældet, når din arbejdsgiver giver os oplysninger om dig, eller når dine kontaktoplysninger gives af en af vores kunder, hvis du for eksempel er: 

· Familiemedlemmer;
· Juridiske repræsentanter (ved fuldmagt);
· Begunstigede af en forsikringspolice;
· Endelige reelle ejere;
· Debitorer af kunder (f.eks. i tilfælde af konkurs); 
· Aktionærer i et selskab;
· Repræsentanter for en juridisk enhed (som kan være en kunde eller en leverandør);
· Medarbejdere hos en serviceudbyder og forretningspartnere.

4. HVORFOR OG PÅ HVILKET GRUNDLAG BRUGER VI DINE PERSONLIGE DATA?

a. At overholde vores juridiske og regulatoriske forpligtelser 

I dette afsnit forklarer vi, hvorfor vi behandler dine personoplysninger, og det juridiske grundlag for at gøre det.  Formålet med dette afsnit er at forklare, hvorfor vi behandler dine persondata, og hvilket juridisk grundlag vi bygger på for at retfærdiggøre det.  
Vi bruger dine personoplysninger til at overholde forskellige juridiske og regulatoriske forpligtelser, herunder:
· forebyggelse af hvidvaskning af penge og terrorfinansiering;
· forebyggelse af forsikringssvindel;
· overholdelse af sanktioner og embargolovgivning; 
· kampen mod skattesvig og opfyldelsen af skatterevisions- og rapporteringsforpligtelser; 
· Overholdelse af bank- og finansreguleringer, under hvilke vi:
· implementerer sikkerhedsforanstaltninger for at forhindre misbrug og svindel;
· opdage transaktioner, der adskiller sig fra normale mønstre; og 
· overvåger og rapportere eventuelle risici, vi måtte pådrage os.
· svar på en officiel anmodning fra en behørigt autoriseret offentlig eller retslig myndighed i Den Europæiske Union (f.eks. om at identificere føreren og videregive dataene til de kompetente offentlige myndigheder).


b. At udføre en kontrakt eller tage skridt efter din anmodning, inden indgåelse af en kontrakt med dig

Vi bruger dine personlige oplysninger til at indgå og udføre vores kontrakter, herunder til:

· definere din forsikringsrisikoprofil og de tilsvarende præmier;
· afgøre om og under hvilke betingelser vi kan tilbyde dig et produkt eller en tjeneste; 
· give dig information om vores forsikringsprodukter og -tjenester;
· håndtere skader (fra første taksatorrapport til afvikling);
· håndtere løsning af tvister og hjælpe dig med at besvare dine anmodninger og krav (herunder krav fra modpart);
· gør det nemt at få adgang til visse tjenester direkte på din smartphone via vores mobilapplikationer; og
· fakturering og inddrivelse.

c. For at tjene vores legitime interesser

Vi bruger dine personlige data til at implementere og udvikle vores produkter og tjenester, til at administrere kontraktforholdet til vores erhvervskunder, som du er ansat hos, forbedre vores risikostyring og forsvare vores juridiske rettigheder, herunder til at:
· skaffe bevis for transaktioner;
· forhindre svindel; 
· iværksætte forebyggelseskampagner, f.eks. ved at oprette trafik- eller vejvarsler;
· besvare officielle anmodninger fra offentlige myndigheder i tredjelande (uden for EØS);
· håndtering af IT-systemer, herunder infrastrukturstyring (f.eks. udvekslingsplatforme), samt sikring af forretningskontinuitet og IT-sikkerhed;
· etablere individuelle statistiske modeller baseret på transaktionsanalyse, f.eks. til at definere din førerprofil og/eller forsikringsrisikoscore; 
· at etablere aggregerede statistikker, tests og modeller til forskning og udvikling for at forbedre risikostyringen i hele BNP Paribas Group eller forbedre eksisterende produkter og tjenester eller skabe nye; 
· træne vores personale ved at optage telefonopkald til vores callcentre; 
· tilpasse de tilbud, vi tilbyder dig samt tilbud fra andre BNP Paribas Group-enheder:
· forbedre kvaliteten af vores forsikringsprodukter og -tjenester; og
· promovere produkter eller tjenester, der matcher din situation og profil 

Disse tilbud kan gives til dig takket være: 

· segmentering vores potentielle kunder og kunder;
· analyse af dine vaner og præferencer i de forskellige kanaler (besøg hos vores repræsentanter, e-mails eller beskeder, besøg på vores hjemmeside osv.); og
· kombination af data fra dine forsikringsprodukter og -tjenester, som du allerede har abonneret på, eller som du har modtaget et tilbud på, med andre data, vi har om dig.
Gælder kun for medarbejdere hos vores erhvervskunder:

· afgøre om og under hvilke betingelser vi kan tilbyde et produkt eller en tjeneste; 
· give information om vores produkter og tjenester;
· håndtere løsning af tvister og yde bistand samt besvare anmodninger og klager (herunder skader);
· tilbyde en digital platform, der gør det muligt for dig (i) nemt at få adgang til visse tjenester direkte på dine smartphones og (ii) bruge en gruppe samkørselskøretøjer for at øge brugen af køretøjer; og
· fakturering og inddrivelse

I alle tilfælde kan dine data blive aggregeret i form af anonymiserede statistikker, som kan tilbydes professionelle klienter og enheder i BNP Paribas Group for at gøre det muligt for dem at udvikle deres aktiviteter.

d. For at respektere dit valg kan vi bede om dit samtykke til et bestemt behandlingsformål

I nogle tilfælde, kan vi være nødt til at bede om dit samtykke for at kunne behandle dine data, for eksempel: 

· Medmindre vi baserer os på andre juridiske grunde, hvor ovenstående formål giver anledning til automatiserede beslutninger, der medfører juridiske konsekvenser eller væsentligt påvirker dig. I dette tilfælde vil vi separat informere dig om den underliggende årsag samt omfanget og de forventede konsekvenser af denne behandling; og/eller
· Hvis vi har behov for at foretage yderligere behandling til andre formål end dem, der er angivet ovenfor i denne sektion 3, vil vi underrette dig og, hvor det er relevant, bede om dit samtykke. 

5. MED HVEM DELER VI DINE PERSONLIGE OPLYSNINGER?

For at opnå ovenstående formål videregiver vi kun dine personlige oplysninger til følgende personer:
· Vores personale, der er ansvarlige for at administrere dine forsikringsprodukter og -tjenester;
· Medforsikrede, genforsikrede, motorforsikringsbureauer og garantifonde;
· Parter interesserede i forsikringskontrakten, så som: 
· forsikringstagere, underskrivere og forsikrede parter samt deres repræsentanter;
· overdragerne af kontrakten eller modtagerne af subrogationen;
· de ansvarlige for hændelser, ofre, deres repræsentanter og vidner.
· BNP Paribas Groups enheder (f.eks. kan du drage fordel af vores gruppes fulde udvalg af produkter og tjenester);
· Leverandører, der leverer tjenester på vores vegne;
· Uafhængige agenter, mellemled eller mæglere;
· Bank- og kommercielle partnere;
· Finansielle eller retslige myndigheder, offentlige institutioner eller organer, efter anmodning og i det omfang loven tillader det; og
· Visse regulerede fagfolk såsom sundhedsprofessionelle, advokater eller revisorer.

6. OVERFØRSEL AF PERSONDATA UDEN FOR EEA

I tilfælde af internationale overførsler fra Det Europæiske Økonomiske Samarbejdsområde (EØS), hvis Europa-Kommissionen har anerkendt et land uden for EØS som et land med et tilstrækkeligt databeskyttelsesniveau, kan dine personoplysninger overføres på dette grundlag. I dette tilfælde er der ingen specifikke formaliteter nødvendige.

For overførsler til lande uden for EØS, hvis beskyttelsesniveau ikke er anerkendt af Europa-Kommissionen, vil vi støtte os til en undtagelse, der gælder i den konkrete sag (f.eks. hvis overførslen er nødvendig for at opfylde din kontrakt med os, for eksempel ved international betaling), eller vi vil implementere en af følgende sikkerhedsforanstaltninger for at sikre beskyttelsen af dine persondata:
· Standard kontraktklausuler godkendt af Europa-Kommissionen; eller
· Bindende selskabsregler, hvis relevante (for intra-group overførsler).

For at få en kopi af disse klausuler eller regler eller for at finde ud af, hvor du kan konsultere dem, kan du sende en skriftlig anmodning som angivet i afsnit 9.

7. HVOR LÆNGE OPBEVARER VI DINE PERSONLIGE OPLYSNINGER? 

Vi vil opbevare dine personlige data så længe det er nødvendigt for at overholde gældende love og regler eller i en anden periode, der er fastsat af vores driftsmæssige krav, såsom korrekt bogføring, effektiv kundehåndtering, behandling af krav (indtil de er afgjort) og håndtering af juridiske handlinger eller anmodninger fra den regulerende myndighed. For klarhedens skyld er tilbageholdelsesperioden varigheden af din (selskabs) forsikringskontrakt eller den tid, der kræves for at afgøre eventuelle krav, plus perioden indtil juridiske krav under kontrakten forældes, medmindre fravigende juridiske eller regulatoriske bestemmelser kræver en længere eller kortere opbevaringsperiode. Med hensyn til potentielle kunder opbevares personoplysninger, så længe de udtrykker interesse for vores tjenester og produkter; Når de fortæller os, at de ikke længere er interesserede, vil vi gøre alt for at slette deres personlige data inden for en rimelig tidsramme og senest 12 måneder efter deres besked i denne forbindelse. Cookies og andre login- og sporingsdata, der er gemt på deres enhed, opbevares i en periode på 13 måneder fra den dato, de indsamles.

8. HVAD ER DINE RETTIGHEDER, OG HVORDAN KAN DU UDØVE DEM?

I overensstemmelse med gældende regler har du følgende rettigheder: 
· Adgangsret: du kan få oplysninger om behandlingen af dine personlige data og en kopi af disse personoplysninger.
· Ret til rettelse: hvis du mener, at dine personoplysninger er unøjagtige eller ufuldstændige, kan du anmode om, at disse personoplysninger bliver ændret til det korrekte.
· Retten til sletning: Du kan anmode om sletning af dine personlige data, i det omfang loven tillader det.
· Ret til begrænsning af behandling: Du kan anmode om begrænsning af behandlingen af dine personlige data.
· Ret til at gøre indsigelse: Du kan gøre indsigelse mod behandlingen af dine personlige data af grunde relateret til din specifikke situation. Du har absolut ret til at gøre indsigelse mod behandlingen af dine personlige data til kommercielle prospekteringsformål, hvilket inkluderer profilering relateret til sådan prospektering.
· Ret til at trække dit samtykke tilbage: Hvis du har givet samtykke til behandlingen af dine personoplysninger, har du ret til at trække dit samtykke tilbage når som helst.
· Ret til dataportabilitet: I de tilfælde, der gælder ved lov, har du ret til at få de personoplysninger, du har givet os, eller i tilfælde hvor teknologien tillader det, til at overføre dem til en tredjepart.

Hvis du ønsker at udøve ovenstående rettigheder, bedes du sende et brev til følgende adresse: "Attn: Our Data Protection Officer", Greenval Insurance DAC, 2. sal, The Anchorage, 17 – 19 Sir John Rogerson's Quay, Dublin 2, Irland (D02 DT18), eller send en e-mail til privacy@greenval-insurance.ie. Vedhæft venligst en scannet kopi af dit ID-kort til identifikationsformål.

I overensstemmelse med gældende regler kan du, ud over dine ovennævnte rettigheder, også indgive en klage til den kompetente tilsynsmyndighed.
9. HVORDAN KAN DU HOLDE DIG OPDATERET OM ÆNDRINGER I DENNE PRIVATLIVSPOLITIK? 

I en verden med konstant udviklende teknologier kan det være nødvendigt at opdatere denne privatlivserklæring regelmæssigt. 

Vi vil informere dig om eventuelle væsentlige ændringer i denne privatlivserklæring og invitere dig til at gennemgå den nyeste version, som er tilgængelig online på: www.greenval-insurance.com
10. HVORDAN KONTAKTER DU OS?

Hvis du har spørgsmål om vores brug af dine personlige data i overensstemmelse med denne databeskyttelseserklæring, bedes du sende et brev eller en e-mail til Greenval Insurance DAC, 2. sal, The Anchorage, 17 – 19 Sir John Rogerson's Quay, Dublin 2, Irland (D02 DT18), e-mail til privacy@greenval-insurance.ie  

………………………………………………………………………………………………………………………………….

8

image1.png
s GREENVAL INSURANCE

* - BNP PARIBAS GROUP




